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"Michael Nelson” K eque ST 1o TBSTFF‘[

‘<MN'~"'5°"@NLDHLAW com “To <Peter McCabe@ao uscourts.gov> 1 DC.

Sent by: Monlca Wolfkill" cc
<MWolfkill@NLDHLAW.COM>

Subject E-Discovery -~ Request to Testify
09/02/2004 02:16 PM

. Dear M. McCabe' '

This e-mail will serve as my formal request to testify on proposed e—dlscovery rules in -
Washington, DC on February 11, 2005. : ,

If you require addltlonal information from me regardlng the above please contact me
via e-mail.

" Thank you, o « Q = , ,
Michael Nelson _ L ‘ | * . .

Michael R. Nelson, Esquire

Chairman T
Nelson Levine de Luca & Horst, LLC ‘
4 Sentry Parkway, Suite 300

Blue Bell, PA 19422

Direct: 610.862.6560

Fax: 610.862.6501

Office: 610.862.6500 x 6560

E-mail: mnelson@nldhlaw.com
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| A LIMITED LIABILITY COM.[’ANY

: * 'Blue Bell, PA 19422
{ ATTORNEYS AT LAW

‘Phone: * 610,862.6500 -
Fax: 610.862.6501

\,_}PHILADEL‘PHIA FRINCETON ~ COLUMBUS ’ - www.nldhlaw.com

December 14 2004 - o R . 04 CV 00_{ ) Reply to: )

) ST 7‘ Michael R, Nelson
Peter G. McCabe, Secreta.ry of the - IR €5T mM %/ Direct: 610.862.6560 -,
" Committee on Rules of Practice and Procedure o 7 ?]son@nwﬂaw ont

-~ Administrative Office of the U.S. Courts

- One Columbus Circle
Washmgton, DC 20544

g o Re: : Cnmments on Prnposed Amendments to Federal Rules of ClVll Procedure '
_" R . Regardin Dlseove uf Electromcall Stored Informatmn

Dear Mr McCabe

‘ Asan attorney whose prachce focuses upon the defense of complex 11t1gat1cn I am well
- aware of the challenges presented by the emergence of electronic discovery. As the business
- world has embraced the use of computer technology in its day-to-day operations, the amount of
matenal potentially discoverable in the context of civil litigation has increased exponentially. |
" For ' example, corporate employees utilize electronic mail for even the most routine -
communications: Corporate defendants are frequently faced with the need to perform extensive
* searches of electronic data in response to d13covery requests even when there is little likelihood -
‘that relevant data will be discovered. In addition to the expense and burden imposed by the
. breadth of such searches, the manner in which datd is stored often leads to burden, expense and
- significant uncertami‘y for the corporate defendant. To provrde just one of many examples, '
-~ electronic data is frequently copied to.back-up tapes. These back-up tapes serve no other purpose
-than to allow for the restoration of a computer system in the event of a disaster. The back-up
tapes are normally preserved for a short period of time, and are not intended as a document
. tepository. Accordingly, information on these tapes cannot be restored absent significant burden‘ ,
-"and expense. Furthermore, corporate: defendants who déleté these tapes in accord with standard
 business practices could face sanctions for 'spoliation of evidence, even though the tapes are not
bemg destroyed with the intent to delete relevant evxdence
o The current Federal Rules of Clv11 Procedure are sunply msuff’ cient to address the
obligations of litigants to preserve and produce ¢lectronic discovery. In their current form, the
proposed amendments to the Federal Rules of Civil Procedure go a long way towards clarifying -
- these 1mportant jssues. However, I believe that some minor modifications will further the
.. ‘essential purposes ‘underlying the amendments. I plan to. address these suggested revisions in
‘ detall at the Civil Rules Cornmrttee hearing in Washmgton, DCat February 11 2005

FII'St i suggest that the proposed amendment to Federal Rule of C1v11 Procedure 26(b)(2)
hmmng discovery of electronic information that is not “reasonably accessible” (absent good
cause) should provide litigants with a precise but flexible standard for“dstermining whether \
‘ electrome data 1s “reasonably accessible.” Such a standard could be set forth in the Comrmttee S
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l\ Note to the Amendments I recnmmend that the standard reﬂect an electronic dlscovery prmclple
. adopted by the Sedona Conference Working Group on Electronic Discovery, which provides that
" ~*[t}he primary source of electromc data and documents for production should be active data and

information purposely stored in . a manner that anticipates future business use and permits
efficient searching and retrieval,” and that “Ir]esort to disaster recovery backup tapes-and other

sources of data and documents requires the requesting party to demonstrate need and relevance

that outweigh the cost, burden and dlsruptmn of retrieving and processing the data from such

sources.” The Sedona Principles: Best Practices Recommendations & Principles Jor Addressing
- Electronic Document Production, 4. SEDCONA CONF JOURNAL 197, 223 (2003). Iucoxporatmg ‘
‘similar language in the Commlttee Note would great]y assast in clarifying: the preclse scope of
) electromc discovery. ‘ S _

In add1t1on: the Comﬁntteé may. wish to modify current laﬁguage in the proposédv

. amendment to Rule 26(b)(2) which provides that a party need not produce, information which it

. “identifies as not reasonably - accessible” (emphasis added) ‘The use of the term “identifies”

. creates an ambiguity: that may be interpreted to require production of a log specifically

. ﬁdentlfymg documents that are mot accessible.- Requiring parties to prepare such a log would -
“result in virtually the same burden and expense as production of the documents themselves. One

solution 'would be to eliminate the identification obligation by revising the sentence as follows:

. “[e]lectronically stored mformatmn that is not reasonably accessible need not be produced except
ona showmg of good cause.” v

Fu.rﬂlermOre, in the evemt that a court detennmes that od cause” ex1sts to order the -

o d1sc0vcry of inaccessible electronic data, -the. proposed amendments to Rule 26(b)(2) should

incorporate a presumption that the requesting party “pay the reasonable costs of any

T extraordmary steps | required to store, retrieve, review and. produce electromcally stored °

- information.” The presumption may be overcome by “a clear and convincing demonstration of
. - ‘relevance and need.” The Note should define “extraordinary steps™ as any steps taken to retrieve .

" .and review electronic discovery that would impose an unreasonable burden on the producing

" party that is disproportionate to the benefit to the party seeking production. This should include

~ any steps to retrieve and review information from inaccessible sources, such as back-up tapes.

- Adopting such a rule would encourage litigants to carefully weigh the burden of a discovery

request against the potentlal beneﬂts, ‘while also recognizing the basic principle that the a court

-~ may “condition[] discovery on the requesting party’s payment of discovery” when burden
o outwelghs the benefit Oppenhezmer Fund, Inc. v. Sander.s, 437 U. S 340, 358 (1978)

The Note to Rlile 26(b)(2) should also clanfy that maccess'lble electronic data need not be
preserved absent an agreement between the parties or a court order. As the proposed amendment

. to Rule 26(f) would require parties to discuss the preservation of electronic evidence at the outset

. _of litigation, the incorporation of such language would confirm that litigants are not required to

'\g‘f"undertake the 51gn1ﬁcant burden of preserving vast quantities of ‘inaccessible data on the
o :potcntlal that the opposmg party may eventually seek production of the data.
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o Furthermore the current language of the proposed amendment 1o Rule 26(;&) requmng e
- parties “to discuss any issues relating to preserving discoverable information™ may be interpreted
by litigants as implying an.cbligation to enter into preservation orders at the outsst of a case. In
" many instances, the common law of spoliation of evidence provides ample protestron for parties,
* and thete is no need to enter into a preservation order. ‘To eliminate the perception that parties. -
must enter into preservation orders pertaining to electronic: drscovery while ensuring that lltrgants
» establish open communication regarding electronic discovery i issues, the proposed amendment to
‘Rule 26(f) should be revised to direct lltlgams 10 “d.rscuss any issues rclatmg to disclosure or
‘ drscovery of electromcally stored information.” T \

I also suggest that the proposed arnendet o Rule 26(b)(5) mcorporatc uniform
N standards to determine the circumstances under which the fnadvertent production of pnwleged‘ ’
. electronic information will .constitute ‘waiver of the privilege. Such language could require
. “consideration of all relevant circumstances in determining whether the waiver of any applicable
.. privilege is fair, reasonable and in the interests of justice.” These standards could reflect (1) “the -+
'reasonableness of the efforts to avoid disclosure,” (2) “the [producmg party’s] delay in rectifying = -
" the error,” (3) “the extent of the disclosure,” (4) “overriding issues of fairness,” and perhaps the
most significant factor for the purposes of electromc discovery, (5) “the scope of discovery, -
particularly as it relates to the burden of preparing for the discovery.” See 8 FeD. CIv. PRAC. & *
L " PrRO: Civ. 2D § 2016.2. Furthermore, in addition to the language in the current form of the
T - proposed amendment requiring parties who have madvertently received privileged electronic
. - data to return, destroy or sequester the data once it has been identified as privileged, the
- amendment to Rule 26(b)(5) should also require. partres to- prowde written cemﬂcatmn that the
- datahas'in fact been retumed, destroyed or sequestered. .

| . The proposed amendment to Federal Rule of Civil Procédure: 33(d) provides that if an
.. answer to interrogatories may be ascertained through access to electronic data, “and the burden
“ - of deriving or ascertaining the answer is substantially the same for the party serving the -
§ . interrogatory as for the party served,” the responding party has the option to answer the -
AR interrogatory by providing the requssting party with access to the data. This language may be = «
.. " interpreted to require that the requesting party be provided with direct access to a proprietary .
L database. Such access is rarely, if ever, required, and the Note to Rule 33(d) should clarify that

' requesting parties ordmanly do not have such a right of access.

‘ The pmposed amendment to Federal Rule of C1v11 Procedure 34(b) provides hat if the
requesting party does not designate a specific form of producman, the responding party may
_produce responsive electronic data either “a form in which it is ordinarily maintained, or in an

. electronically searchable form.” This appears to place Unnecessary limitations on the form of
-7 - production by precluding parties from producing data in a form that is reasonably usable but is.
. ° not searchable (such as graphic or audio files). As a. lmgant’ s responsibility is to produce
P dlscovery ina format that is reasonably usable by the requcstmg party, a more flexible a,pproach
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"\would be to prowde the respondmg party W1ﬂ1 the ophon to prowde electromc dlscovery ina.
- v“reasonably usable form ¢ rather than an “electromcally searchable form.” ’

Fmally, rev:smns should be. madc to proposcd Federal Rule of le Procedure 37(f),'

. which creates a “safe harbor” protection from sanctions for the loss of electromic data if (1) “the
' party took reasonable stcps to preserve the information after it knew or should have known the -
" information’ was discoverable in the action,” and (2) “the failure resulted from the loss of
mfonnatlon because of the routine operation of the party s electronic information system,”
" unless the party violated an express order mandafing the preservation of such information,
Proposed FED. R: CIv. P. 37(f). The requirement that a party take “reasonable steps” to preserve
- potentially discoverable . information -could be interpreted to require litigants to preserve
- . inaccessible data, even though the proposed amendment to Rule 26(b)(2) would largely preclude
discovery of this information. In order to ensure a more corisistent approach, proposed Rule 37(f)
" should pr0v1de that there is no duly to prcserve inaccessible electronic data absent a preservation

order granted by the trial court: (presumably in tandem with an order allowing drscnvery of the :

. data in question upon a showmg of good cause).

Furthermore, the propesed rule in its current form appears to apply a neghgence standard

- for the loss of electromic data resultmg from the routine opetation of an electronic information

 system. Such an approach is inconsistent with the majority of jurisdictions that have limited the

"imposition of an *adverse inference™ ‘spoliation sanction to cases in which the loss of evidence
 was the result of mtentmnal or bad faith conduct. = :

* Therefore, 1 prupose the followmg language for Federal Rule of Civil Procedure 37(i)

A court may not impose sanctions under these mles ona patty for failing
" to provide electronically stored information deleted or lost as a result of o
the routine operation of the party's electronic information system unless
the party intentionally or recklessly violated an order 1ssued in the action
 requiring the preservatmn of the mfonnanon

As noted above, I plan to address these issues in furﬂner detaal at the le Rules"' -

Connmttee hearing in Washington, DC at February 11, 2005. Thank you for the opportumty to

: share my thoughts rega:dmg these m:lportant amendments

- Very truly yours, ‘

NELSOXLEY NE de LUCA & HORST, LLC

" TOTAL P.BS



