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" ‘Déar Mr. McCabe, please accept this as my request to testify at the heéri‘hgs in Washingtori,\D.C. lama
partner at Weil Gotshal & Manges LLP, a co-author of the treatise Electronic Discovery: Law and
Practice, and the Chairman of the Committee on Electronic Discovery Qf the New 'Yprk State Bar

Association's Commercial and Federal Litigation Section.’g‘

* If there is any further information you would like me to provide please let me know, and thank you for your
~_consideration. ‘ P - ‘
. Adam I. Cohen :
Weil, Gotshal & Manges LLP
767 Fifth Avenue ) o : ‘ o
New York, N.Y. 10153 o ‘ .
" Tel. (212) 310-8901 PR \ ) ) )
Fax {212) 310-8007 , :
- http:/fwvww . weil.com/weil/home.html -
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December 20, 2004

- Peter G. McCabe, Esq
Secretary of the Committee on Rules of Practice and Procedure

' Administrative Offices of the United States Courts
Washmgton D. C 20054

gg ~ Report of the Electronic Dlscovery
Commiittee and Federal Procedure
Committee of the Commercial and
. Federal Litigation Section of the
New York State Bar Association

Dear Mr. McCabe: -

] Enclosed for considération by the Advisory Committee
on Civil Rules is a‘copy of the Report on Proposed Changes in

the Federal Rules of Civil Procedure Relating to Electronically -

‘Stored Information. This report, which was prepared by our
Electronic Discovery Committee and our Committee-on

Federal Procedure was unanimously adopted on December 15, -'
' 2004 by the New York State Bar Assoc1at1on Commercial and

Federal Litigation Section.

Tt is respectfully requested that Gregory K. Arenson, the

‘ \  Chair of our Federal Procedure Committee, and Adam I.

Cohen, the Chair of our Electronic Discovery Committee be

given an opportumty to appear before the Civil Rules Advisory
" Committee on February 11, 2005 in Washington, D. C. to

present the views set forth in this report.

J

ederal Litigation Section
ar Association

Do the Public Good * Volunteer fér Pro Bono




‘cc: . AdamlI. Cohen;Esq.

Gregory K. Arenson, Esq; B
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-\REPORT ON PROPOSED CHANGES IN THE FEDERAL RULES
OF CIVIL PROCEDURE RELATING TO- ELECTRONICALLY ,
B ’ ~ STORED INFORMATION -

- N ew York State Bar Assocmtmn . :
« Commerclal and Federal thlgatlon Sectlon -

Dated: December 15,2004
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INTRODUCTION

Alrnost four years ago this Sectlon stated that 1t was unnecessary for any changes to be’

" made in the Federal Rules of Civil Procedure to accommodate the drseovery of electromcally stored/

information. Since then, case,lau/ about electronically stored information has grown exponentially

. . 4 .
as courts have started to face and deal with issues related to the preservauon drscovery and
spohatron of such 1nformat10n In partrcular the former charr of this Section, now aUmted States
Dlstnct Judge and a member of the Advrsory Commrttee on C1v11 Rules of the Commrttee on Rules\
of Practice and Procedure of the Judicial Conference of the United States (the “Adwsory

Committee™), Shira A. 'Schemdhn has written a series of extremely thoughtful decisions on these

1issues providing excellent guldance for their resolutlon See Zubulake v. UBS Warburg LLC 217

F R. D. 309 S D N.Y. 2003) (“Zubulake r ’) Zubulake V. UBS Warburg LLC, 216 F. R.D 280

(S.D N Ye2003) (“Zubulake r; Zubulake V. UBS Warburg LLC 220 FR.D. 212 (S D.N. Y

‘ ;2003) (“ZubulakeIV’ ); Zubulake v. UBS WarburgLLC No. 02 Civ. 1243 (SAS) 2004 WL

1620866 (SD.NY. July 20, 2004) (“Zubulake 7). Nonetheless, other courts are not requrred to .

follow and have not followed the standards stated in the Zubulake decrsrons, and some courts have '

B adopted local rules or guidelines concermng dlscovery of electromcally stored mformatron In

oo ' Zubulake IT — Zubulake v. UBS WarburgLLC No 02 Civ. 1243 (SAS) 2003 WL 21087136 (S DNY. |

" May 13, 2003) — did not concern an issue relating to electronically stored mformatron but the

~

confidentiality of a deposition transcript. . ‘
2 See Multitechnology Servs., L. P.v. Verizon S.W., No. Civ. A. 4 02-CV- 702—Y 2004 WL 1553480 at *1
(N.D. Tex. July 12, 2004) (“Zubulake is a district court opinion without binding authority”); Wiginton v.

" CB Richard Ellis, Inc., No. 02 C 6832, 2004 WL 1895122, at *4 (N.D. II1. Aug. 10, 2004) (“we modify

the Zubulake rules by adding a factor”). =
* See Rule 26.1(4) of the Rules of the United States Dlstrlct Court for the Eastern and Western D1str1cts -
of Arkansas; Civ. Rule 26.1(b)(2)(d) and (g) of the Local C1v1l and Criminal Rules of the United States

District Court for the District of New Jersey; Rule 26. 1(d)(3) of the Local Rules of the United States

District Court for the District of Wyoming; the Electronic Discovery Guidelines of the United. States
District Court for the District of Kansas; and the Default Standard for Discovery of Elect:romc

‘Documents of the Un1ted States Dlstrlct Court for the Dlstrrct of Delaware p

.
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 stored information.

addition, there have been conferences discussing issues relating to electronically stored

' information® and a treatise authored by co-authors of this report.” With this ferment and the

.

possibility of inconsistent approaches to the same issues, the Section finds that it is now appropriate

to establish uniform rules in the federal courts concerning the discovery of electrbnicaﬂjr stored
information.
‘On August 9: 2004, the Committee on Rules of Practice and Procedure of {he Judicial

Conference of the United States published for comment Proposed Amendments to the Federal -

Rules of Civil Proceduré (the “Amendments™). Accompanying\ the proposed amendments was a
Report of the Civil Rules Advrsory Commrttee rev1sed August 3,2004 (the “Report "). This report
.contains the comiments of the New York State Bar Assoclauon Commercial and: Federal Llngatron

, Sectlon on the proposed amendments to Rules 16, 26, 33 34,37 and 45 and Form 35.

SUMMARY
The Section’s position on each of the proposed changes to the Federal Rules of Civil
Procedure involving discovery of electronically stored information is:

Rule 16(b)(5): The Section supports the proposed changeito- allow a court as part of the

initial case management order to include provisions for the disclosure or discovery of electronically

N

Rule 16(b)(6) The Sectron supports the proposed change to allow a court as part of the

rm‘ual case management order to mclude a provrs1on embodymg an agreement on 1nadvertent

" waiver of pnvﬂege.

** See The Sedona Conference Working Group Series, The Sedona Principles: Best Practices |

Recommendations & Principles for Addressing Electronic Document Production (January 2004),

* available at http://www.thesedonaconference.org/publications_html (the “Sedona Principles™).
3 See AdamI Cohen & Dav1d J. Lender Electromc Dzscovery -Law and Practice (Aspen 2003)

......




Rule 26(b)(2): The Section supports the proposed charige to characterize ‘electronically
stored mformatlon as either reasonany accessrble or not reasonably access1ble for purposes of

discovery and to require a showing of good cause by the requestmg party to obtain d1scovery of the

latter. However, we suggest that the Adwsory Committee Note explicitly state that acce551b111ty is

determined by the steps that need to be taken for the electrohically stored information to be usable,

not merely by the medium on which the information is stored. A court should also consider the

- frequency with which the electronically stored information has been accessed in the past. -

Rule 26(b)(5)(B): The Section supports the proposed change to provide a procedure for

“handling privileged information that is inadvertently disclosed. We suggest that the Ruie includea

statement of the obligation not to use, disclose or disseminate information once notified that it has

~been inadvertentiy produced and is privileged. We do not think that a requirement for certiﬁcation‘ '

of destruction or sequestration of inadvertently disclosed i‘nfcirm’atioh is necessary. We \irould like
to see further explanation in the Advisory Committee Note of sequestration of electronically stored '
\ N , .
information after notice of inadvertent production.
Rule 26(f):- The Section supports the proposed change to reqiiire parties to discuss at thelr ‘

initial discovery conference the preservation of irlformation.

Rule 26(ﬂ(3): The Section supports the proposed change to require parties to discu’ss at

their iriitial discovery conference the disclosure or discovery of electronically stored ihformation

~ Rule 26(f)(4) The Section supports the proposed change to requlre partles to discuss at

their 1mt1a1 d1scovery conference the protection of pnvrleged 1nformat10n ih discovery whether as

)

stated in the proposed Rule or as stated in the alternative in the Report

Rule 33: The Section supports the proposed change to allow aparty responding to

~ interrogatories to provide access to electromcally stored mformatlon as an answer.




Rule 34(a)(1) The Sectron supports the proposed changes that will separate electromcally |
‘ stored mformatron from documents and permit testmg or samphng of erther |
Rule 34(b): The Section supports the proposed change to allow a request to specify the

form in which electromcally stored information is to be  produced and in theory supports the
. proposed cliange to allow a respondmg party to produce electromcally stored mformatlon ma form h
in which it is ordmanly mamtamed or in an electronically searchable form However\ the Sect1on
‘recommends that the Adv1sory Committee Note provide greater gurdance regardmg the productron
of electronically stored mformation in native format and in an electromcally searchable form or that

it use otherterminology | ; o o N L |

Rule 37(f): The Sectlon supports theproposed change m the proposed Rule to provide a

safe harbor froma spohahon sanctron for electromcally stored information that becomes
: unavailable,due\to the routine operation of an electronic hlformation"system when reasonable steps
are taken to ‘presei've the information and opposes the proposed change inzthe foothote to the
proposed Rule. The Section suggests that an explananon be provrded m the Adv1sory Commlttee
' Note of the factors to be used in deterrmmng what is the routme operatron of an electronic |
information system. |

. Rule élS (ia)(l)(C): The Section supports the proposed changes that allow for subpoenas to

request electronically stored mformatron and testmg or samplmg of any mformatron in parallel to
- ‘the changes to Rule 34(a)(1) | L
| Rule 45(a)(1) The Sectron supports the proposed Rule to-allow subpoenas to specrfy the o

form in which electromcally stored mformation may be produced

Rule 45 (b)(2): The Section supports the proposed changes regardlng requests for testmg or

samphng ina subpoena that conform to the proposed changes in Rule 45(a)( l)(C)




~ discovery of electromcally stored mformatlon that is not reasonably accessrble - -

Rule 45(c)(2)(A) The Section supports the proposed changes regardmg the response ofa -
: subpoenaed person to a request for electromcally stored mfonnatron or for testmg or samphng that

conform to the proposed changes in Rule 45 (a)(l)(C)

Rule 45(c)(2)(B) The Sectlon suppotts the proposed changes regardmg the response of,
and the form of that response by, a subpoenaed person to a request for electromcally stored
mformatlon or for testing or samphng that conform to the proposed changes in Rule 45(a)(1)

Rule 45(d)(1)(B): The Section supports the proposed changes to the extent it supports the

‘ parallel changes in Rule 34(b)

Rule 45(d)(1)(C): The Section supports the proposed changes, which for the most part

COrrespond to the proposed cha.nges in Rule 26(b)(2).’ Hourever we suggest that the proposed Rule "

\

- also mclude the statement at the end that the court may spec1fy terms and conditions for the

<

Rule 45(d)(2)(B) The Sectlon supports the proposed change Whlch corresponds to the

change in proposed Rule 26(b)(5)(B)

Form 35, 1[ 3: The Section supports‘ the proposed changes, which correspond to the changes

in proposed Ruiles 26(f)(3) and 26(ﬂ(4).

DISCUSSION

L Adding vElectronically Stored Information To The Discovery Rules

‘The Advisory Committee proposes to dadd a new term toithe Rules “electronically stored

- \mformatlon —to dlstmgulsh it from’ documents The Report acknowledges that the “term |
- ‘documents cannot be stretched to accommodate a11 the dlfferences between paper and
- electromcally stored mformatlon in al_l the rules.” The choice of terminology ‘appears tobe

‘reaso'nably accurate and appropriately flexible. The use of the tyord “electronically” signals the




main area of concern that has en‘oendered the movement to amend the rules i. e., ‘information that is

generated, received, transmltted processed and recorded by computers and other electronic

devrces Use of the word ¢ stored” should be sumlaﬂy uncontrovers1a1 Obvrously, if mformatron .

has not been stored in some way it cannot be produced in discovery.

Proposed Rule 34(a)(1), inter alia, explicitly inserts “electronically stored infonnation” -

‘within the scope of available discovery and adds references to information recorded onnon-

-

(

electronic media. The proposed Rule states (with changes from the existing Rule indicated):

Any party may serve on any other party a request (1) to produce and permit the party

making the request, or someone acting on the requestor’s behalf, to inspect, and

copy, test, or sample any designated electronically stored information or any

designated documents (including writings, drawing, graphs, charts, photographs,

sound recordings, zmages phenefeeefds— and other data or data compllatlons in any
; medium . . .).

‘ ,It should not be controversml to update Rule 34 to exph01t1y refer to eiectronically stored

informahon Asa practrcal matter, courts and htlgants have been treatmg electromcally stored

' informati\on as subject to dlscovery under Rule 34 for decades. See Adv1sory Comrmttee Note to -

Rule 34 (1970); see also Crown sze Ins. Co V. Crazg, 995 F 2d 1376 1382- 83 (7th C1r 1993)
(“Adv1sory Committee notes to the 1970 amendment of Federal Rule of C1v11 Proeedure 34 make

clear that computer data is included in Rut‘e 34’s descrrptlon of documents” ; Zubulake A 217

~ FR. D at 316 17; Playboy Enter. Inc. v. Welles, 60 F. Supp. 2d 1050, 1053 (S D Cal 1999)
Current Rule 34(a)(1) defines the scope of document dlscovery as permlttmg “the party makmg the

‘ request .to mspect and copy[] any de31gnated documents (mcludmg wntmgs drawmgs graphs

charts photographs phonorecords and other data compzlatzons ﬁom whzch mformatzon can be

J
f

SThere is no basis in the language of the proposed Rules or the proposed Aduisory Committee Notes to
suggest that use of the word “stored” as opposed to, for example, “created,” is meant to impact -

_preservation obligations, e.g., by suggesting that no preservation obligation could arise with respect to

information that is not normally stored. This point could be further clarified in the proposed Adwsory

* Committee Notes exphcltly if such mrsunderstandmg emerges as a concern.

Ny ]




e obtamed)” (emphasls added) The Adv1sory Comnuttee Note for the 1970 amendments to Rule 34
~ explains that the term “data comp11at1ons was added to expand the descrlptlon of “documents” in
accordance with new advances and changes in technology Many Jud101al oplmons have mterpreted ‘
the'reach of Rule 34 as extending to all ma.nner of electromc mformauon See Crown sze supra \
Zubalake A supra Playboy Enter , Supra. | |
Nonetheless, the current language of Rule 34 clearly is out of step W1th th1$ reahty As the
proposed Advisory Qomrmttee Note states, 1t is a “stretch” to use the ‘tenmnology of “documents,”
with its‘ orlgins in the paper world,‘ to refer to sources of mformation such as e-mails. Amendments, ‘
at 28 Even the phrase “data compilations” seems arcane because 1t is not aterm used n refemng
to the most common subjects of discovery of electromcally stored mformaﬂon such as e-mail or
word processmg files.  Indeed, just how far the dtscoverabﬂtty of electromcally stored information
.extends has been the subject of debate . |
leen the rap1d ongomg development of technology and spec1ﬁcally of new ways of
. storing Informatlon the Rules should stnve o be as neutral and ﬂex1ble as poss1b1e in describing

d1scoverable electromcally stored information in terms of media. A llst of spe01ﬁc types of medla

(»

available for discovery purposes would ensure speedy obsolescence of any rule contammg or based
‘onsucha hst and the Adv1sory Comnuttee has eschewed such a hst To the extent that other types .
of non—electromc media may be subJ ect to drscovery, these would appear to be encompassed by the
proposed changes to the parenthetlcal to speclfy sound recordmgs nnages or “other data . .in any

J ;o

medlum What mformauon is potentzally d15coverable in the ﬁrst instance should depend upon

PN
/

~ "The Sedona group has suggested that, if “data can be readily compiled into viewable information, whether g
presented on the screen or printed on paper,” it should be classified as the equivalent of a “document.”
Sedona Principles, at 33. It further argues that “data used by a computer, system, but hidden and never

revealed to the user in the ordinary course of busmess should not be presumptlvely treated as part of the '
. ‘document.” Id. : '




~

the ‘relationship of its subj ect matter to the claims and defenses involved in the lawsuit — not on o

- whether it is stored on paper, electrorrically, or in some other medium.® Lirriitations on discovery

based on burden and cost allocation eonsiderations, where the medium and manner inwhich
information is stored may be important factors, are dealt with elsewhere in eXis‘ting Rule 26(b)(2)

- and proposed Rules. The Section supports theproposed changes in Rule 34(a)(1) to ineorporate |

and distiriguish*electronically stored information.

The Report (at 16) secks comment on whether Rule 34 or the Advisory Committee Note

~ should speciﬁcally state that a party responding to a Rule 34 request should not avoid reviewing -~ |

and producing electronically stored informationfbecause a production request did not separately |

seek it, and; if so what should be stated. ThlS isa srtuatron that should not anse under the

proposed modlﬁcatlons Flrst as discussed below the scope of d1scovery of electromcally stored :

1nformat10n isa Sllb_] ect that should have been dlscussed by the parties and addressed by the court

during Rule 26 and 16 conferences. Aecordmgly, there should be no amblgurty by the time Rule

34 requests are served about whether a requestmg party seeks electromcally stored mformatlon in

. discovery, even if there remains an amblgulty regardmg the precise scope of the eleetromc

o dlscovery sought. Moreover given the proposed modlﬁcatlon to Rule 34(a)(1), a requestmg .

party need simply pomt out that its requests cover all mformation w1th1n the scope of that Rule in
order to make it clear that it seeks eleetromcally stored 1nformat10n Under the elreumstances

env1s1oned by the proposed Rules 1t is probably reasonable for a respondmg party to assume that

where a requestmg party has not asked for electromcally stored mformatlon in e1ther a Rule 16 or

Rule 26 conference or in a Rule 34(a)(l) request, the requesting party is not mter‘ested in such 7

.Y

- Conversely, a discovery request seekmg productlon of a type of med1a wﬂhout regard to the subj ect
matter of 1ts contents would be improper.




information. Accordingly, the Section recommends that the proposed Adﬁsory Committee Note
to Rule 34(a) not include a statement that “a Rule 34 request for production‘ of ‘docurnents"
should be understood to mclude electromcally stored information.”

" I. . No Production Of “Not Reasonably Accessﬂ)le” Electromcally Stored Informatlon,
Except Upon A Motlon With A Showing Of Good Cause

The Advisory Comrmttee proposes to amend Rules 26(b)(2) and 45 (d)(l)(C) to add a
distmctlon between d1scovery of electromcally stored mformauon that is reasonably access1b1e and
that whlch is not reasonably accessrble Proposed Rule 26(b)(2) states:

A party need not provide drscovery of electronically stored information that the ‘

party identifies as not reasonably accessible. On motion by the requesting party, the

responding party must show that the information is not reasonably accessible. If that

~ showing is made, the court may order discovery of the 1nformat10n for good cause
- and may specify terms and conditions for such dlscovery

“Reasonably access1b1e is not a defined term in the proposed Rules.® Asameans of

distinguishing “reasonably accessible” electronically stored infonnation from that which is “not

? Proposed Rule 45(d)(1)(C) differs from the proposed addition to Rule 26(b)(2) in the followmg respects. . -
shown by bracketed words for additions and stricken words for deletmns ’

A parby-[person respondmg toa subpoena] need not provide discovery of electromcally
stored information that the party-[person] identifies as not reasonably accessible. On
motion by the requesting party, the responding party must show that the information -
[sought] is not reasonably accessible. If that showing is made, the court may order

discovery of the mformation for good cause—aﬁd—ma{yhspeerﬁhteﬁas-aﬂd—eendmeﬂsier
»sueh—érsee%zeﬂr

; The Section recommends that proposed Rule 45 (d)(l)(C) be modlﬁed to conform to proposed Rule
26(b)(2) by adding the last clause to clarify that, in regard to not reasonably accessible electronically
stored information, courts may specify terms’ and conditions for such discovery from non-parties as well.
'° Judicial use of the term “accessible data” in connection with discovery of electronically stored
information appears to have originated with Judge Scheindlin in Zubulake I, 217 FR.D. at 318-20. In a
description that the Section endorses asa guide to be used under the proposed Rules Judge Schemdhn

. wrote

Information deemed “access1b1e” is stored in a readily usable format Although the time.
it takes to actually access the data ranges from milliseconds to days the data does not
need to be restored or otherwise manipulated to be usable. “Inaccessible” data, on the '
other hand, is not readily usable. Backup tapes must be restored usmg a process




/ vreasonably accessible,” the proposed Advisory Comnuttee Note to Rule 26/focuSes' on the effort
and expense required ‘t\o locate,retn'eve and produce such inforrnation and whether'the person
routinety uses the information. Amendments, at 11-12. The proposed‘ Advisory Comndittee Note
states that designation of infonnatron by aperson as “not reasonahly accessrhle” requires" such

person to “identify the information it is neither reviewing nor producing on this groun >

- Amendments, at 13. As proposed, the degree of speciﬁcity required in identiﬁdng such inforrnation

* will vary based on circumstances. Under the proposed Rules 1f the requestlng party movesto
compel the mforrnatlon designated as “not reasonably accessrble the respondlng person must
‘ make some kind of a showmg demonstratmg the relative 1naccess1b1hty of the mformatlon n

dispute. If the respondmg person satlsﬁes that burden, then the requestmg party may obtam

discovery of the information only for “good cause” and, pursuant to'Rule‘26(b)('2), upon such terms -

and conditions as the court imposes.
The proposed Adv1sory Cornmrttee Note to Rule 26 descrrbes one potent1a1 referent for

accessrblhty as whether a party “routinely ACCEsses O Uses the mformatlon Amendments at 12.

ye

.

fragmented data must be de-fragmented and erased data must be reconstructed all
before the data is usable That makes such data 1nacce351b1e

I, 217FRD at 320

o




information was accessedtm the past does not necessarily mean n that it is reasonably accessible.

We are concerned that the use of “routine” in this context may be confused with the use of

" “routine” in the context of the proposed safe harbor under proposed Rule 37\(f)‘and is otherwise

T

4 -uudeﬁned.“ The Section suggests that the Adﬁsow Committee Note explicitly state that N »

N

accessibility is, determined by the steps that need to",be taken for the eleetronically stored \

information to be usable. See Zubulake A 217 F.R.D., at 320. A court should not consider merely

the medium on whlch the mformatlon is stored such asa backup tape A court should consuler the

frequency with which the electronically stoi‘ed information has been accessed in the past.

\\

For example; a'party may access somea portion of otherwise iﬁaccessible informatioh asa 1
samble to demonstrate the effort and expense of doiug s0. Making the requtred_showdng in this
manner should not be discouraged. o

Similarly,‘simply because a person has‘ in the past accessed a backup tape for some

particular purpose, such backup tapes should not necessarily be “fair game” in discovery despite ther - :

‘ effort and expense mvolved n achlevmg such access. In other Words the mere fact that a source ”of

212

With respect to what identification of informatioh that is not reasonably accessible is
contemp'lated, the proposed Rule is unclear. For exanible, is it sufficient fot a partyto idenﬁfy ’
the source and nature’of such information as “backup tape-data” or “data that may t‘eside on h‘ard
dnves or does the Rule contemplate amore detaﬂed descnptlon of the maccess1ble 1nformat10n? -

One dlfﬁculty in this regard is that mformatlon that is not reasonably access1b1e may be dlfﬁcult

. to 1dent1fy w1th spe01ﬁc1ty prec1sely because it is 1naccess1ble F or example wh11e 1t may be

' For example, backup tapes may be “routinely” accessed in connection with disaster recm?ery efforts,

- but this should not necessarily mean they would be “reasonably accessible” for discovery purposes.

2 On the other hand, if a producing entity claims that electronically stored information is not reasonably
accessible and later retrieves and uses the information in the case, a court should have little difficulty in

finding “good cause’ ’ for the production of the remamder of the information similarly stored.

11




theoretically true as a general proposition that hard drives may contain deleted e-mails, whether
“or not this is the case in any particular instance — especially wlth respect to deleted e-mails that

contain relevant and responsive information — may be unknown. Moreover, the ability to

' descnbe such 1nformat10n may be hrmted by the constramts of the partlcular computer systems at

~issue. The Advisory Comm1ttee should provrde further gurdance as to the type of 1dent1ﬁcat10n
of information that is not reasonably accessible Wthh is contemplated by thel proposed Rule. .
The proposed Advisory Comrmttee Note o Rule 26 describes examples of not reasonably
accessible mformatlon, mcludmg deleted data that may still res1de ona hard disk of a personal
.computer retrievable only with resort to expensrye ‘and uncertarn forensrc techniques and data on

7

_ backup tapes stored solely for disaster recovery purpoSes and difficult to use for other puzposes.

Such data would ordinarily not be subject to production under the proposed Rule without a ’shovving .
- of good cause, although “it is mlportant not to conﬂate the purpose of retentlon Wlth access1b111ty,” '
Zubulake 1,217 F.R.D.at 322 n.68. Th1$ drstmctlon is cons1stent w1th developmg case law Courts

o have generally permitted hard dxsk mspectrons aimed at recovenng deleted e—matl only upon a

special showmg asto why such discovery is yvarranted and then often under protocols de31gned~ to
address concems regardlng preservatron of pr1v11ege and protectlon of the mtegnty of the data.13
See Sinion Prop Group, supra, 194 F R. D at 641 642 (havmg demonstrated troubhng |
dlscrepancres VVlth respect to defendant s productton plamtlff was allowed to recover deleted

computer ﬁles in computers used by defendant’s employees but protec’uve measures were taken,

B Generally, protocols have required a neutral computer forensics expert to extract all potentially
relevant data from the hard drive in question, whereupon the data is provided to the producing party for
review and an opportunity to identify information that should not be produced, for privilege or other
reasons. See Antioch Co.v. Scrapbook Borders, Inc., 210 F.R.D. 645, 653-54 (D. Minn. 2002); Playboy
Enter., supra, 60 F. Supp. 2d at 1055; Simon Prop. Group LP v. myStmon, Inc., 194 F.R.D. 639, 643-44

- (S.D. Ind. 2000). The Advisory Committee Note should cite to cases where courts have used such
protocols to address the terms and conditions under which dtscovery of “not reasonably accessrble”
-electronically stored information might occur.

2




' including the appointment of an expert to copy the information.)§ Playboy li‘nter. supra, 60 F.
‘ Supp. 2d at 1051 (to detennine whether defendant deleted and continued to delete relevant e-mails,

the court permitted plamtlff to mspect defendant s e—malls under a protocol Wlth expert ass1stance)

" Similarly, backup tapes generally have been subJ ect to productlon only where they are shown lrkely :

to contain relevant mformatron not available from more readrly acces51ble sources See Wzgmton

supra, 2004 WL 1895122, at *8 (ordermg th‘e production of backup tapes after preservation

problems with active e-mails arose, but with the lrequ»ersting party paying 25% of the cost); Zubuldke

 L217FRD.at324 (ernployee was entitled to discovery of relevant e-mails that had been deleted
and resided only on backup tapes) The Adv1sory Comrmttee Note should cite to some of this case
law for examples of what would constrtute “good cause” ) obtam electromcally stored mformatron

\ that is not reasonably accessible.

II. Early Attention To Issues Relatmg To Dlscovery Of Electromcally Stored Information -

/ As Part Of Case Management

Al Current Rules 3

-Under Rule 26(t) the partres must as soon as practlcable and, in any event, at Teast 21 days

before a schedullng conference isheld ora schedulmg order is due under Rule 16(b), confer n

| order to develop a- plan for discovery and then submrt to the court a Jomt wntten report outhmng the
drscovery plan As described in Rule 26(t), in most cases the uut/lal d1sclosure requlrements set
forth in Rule 26(a) must be dealt with in the part1es nutral plannmg meetmg, as Well asinthe
proposed drscovery plan to be subnutted to the court. These reqmrements mclude among other -

| .‘ | thmgs the items descnbed in Rule 26(a)(1)(B) namely a copy of ora descnptron by category |
and locatron of all documents data comprlatrons and tanglble thmgs that are in the possessron

' custody, or control of the parw and that the drsclosmg party may use fo' support its clarms or b

|
1

‘ defenses unless solely for 1mpeachment T s

o }13‘”
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B. “ Proposed Amendments

: A proposed amendment to Rule 16 adds diseouery of electronically stored information to

. the existing list of topics that a court’s scheduling order may address. In partiCuIar, proposed Rule

16(b)(5) would expressly mention that the schedulmg order may mclude provisions for diScIosure \

or dlscovery of electromcally stored mformatlon As 1ndlcated in the proposed Adwsory
Comrmttee Note, this revision is “designed to alert the court to the possible need to’ address the
handhng of drscovery of electromcally stored mformatlon early in the htlga’uon 1f such d1scovery is
expected to occur.’ Amendments at3.
The proposed revision to Rule 16 goes hand in hand Wrth proposed'amendments to Rule
' 26(&)7 and Form 35 w1th respect to toptcs to be discussed at and'reported from the parties’planning
' 'meeting. T he’amendment to Rule 26(t) adds that the diSco,ver;t plan, which is to be jointly prepared

by the partres would address the partles respect1v‘e views and proposals on the topic of “(3) any

N

- issues relatmg to dlsclosure or dlscovery of electromcally stored mformatlon, mcludmg the form .-

. Whlch it should be produced ” The change in Form 35, Report of Partres Planning Meetmg, calls
- for areport to the court on the results of the parties’ d1scussrons regardmg how to handle d1sclosure
or discovery of electromcally\stored information. Amendments at 51. The proposed Adv1sory
Comm1ttee Note to Rule 26 descrlbes the mtended scope of the dlscussmn and report to’ the court
Any aspects of dlsclosmg or dlscovermg electromcally stored mformatlon dlscussed :
under Rule 26(f) may be incliided in the report to the court. Any that call for court
~ actjon, such as the extent of the search for information, directions on evidence D
* preservation, or cost allocation, should be mcluded The court may then address the S
‘topic in its Rule 16(b) order ‘

' Arhendments, at 18. ‘
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S C. Comments .
= Accordmg to the Adv1sory Comrmttee the proposed amendments o Rule 16, Rule 26(t)
and Rorm 35 “present a framework for the parties and court to give early attention to issues relatlng
to the disclosure or discovefy of electronically stored mformation Report, at 6 Early attention to L
issues relating to d1scovery of electromcally stored mformation Yshould goa long way toward

: preventing the outbreak of related problems at times when they wrll disrupt the litlgation process.
Similar rules requiring early attention to electronic discovery issues have been enacted byv several - »
local district courts See Rule 26 14) of the Rules of the Umted States Drstrrct Court for the

. Eastern and Western Districts of Arkansas, Civ. Rule 26. l(b)(2)(d) and (g) of the Local Civil and
Cnmlnal Rules of the Umted States D1strict Court for the D1str1ct of New J ersey; Rule 26.1(d)(3) of
the Local Rules of the United States Drstnct Court for the Distnct of Wyoming, the Electromc
. Discovery Guldelmes of the United States District Court for the District of Karisas, ‘H 4; and the - Vy
. Default Standard for Dlscovery of Electromc Documents of the Umted States District Court for the

) ‘Dismct of Delaware, 9 2. The many cases in whlch parties have been sanctioned for failing to
' preserve or produce electronically Stored information doubtleSS include situations vthat might have :

: beenavoided had the parties discussed issues of electronically stored mformation preservation and

jproduction at the ‘outset of the case. |

Discussmn about storage preserva’uon and retneval of electromcally stored lnformation )

durmg the Rule 26(t) conference wrll help to av01d rmscornmumcations and nusunderstandmgs | N

between counsel as to what was sought through discovery by a requesting party and the

N correspondmg obhgatlons of the responding party. A responding party should not have to guess at

‘ what a requestmg party is seekmg, particularly under cncumstances where it may not be clear due

to the nature of the case or course of conduct mn the htigation that a requestmg party is interested in L

i5
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a partlcular source of electromc information. Drscussron at the Rule 26(t) conference may go a
\

| _ long way toward facrhtatmg the ability to faslnon spec1ﬁc chscovery requests targetmg part1cu1ar
sources of electrorncally stored information, 1nclud1ng the type of electromcally stored 1nforrnatlon
_sought and the sources of electromcatly stored mformatron the requestlng party expects the

" responding party to search.

- In'most current cases dlscovery of electromcally stored mformatlon has not become a

' ‘subj ect of dlspute and the topic is not ‘addressed exp11c1t1y The proposed Rule W111 force parties to

develop and dlsclose positions on discovery i issues concermng electromcally stored mformatlon at

the outset of the case, which at least in some cases will have the effect of creatmg dlsputes

Nevertheless, the preventlon of problems arising from undlsclosed drsparate views regardmg

. discovery obhgatlons relatmg to electromcally stored mfonnatlon, which are uncovered only when

a case has progressed to an advanced Stage or after loss of potentially rele'vant information, is a far

’more rmportant cons1derat10n The proposed Rule represents a Judgment that the beneﬁts of
, mandatory early dlscussmn of issues relatmg to electromcally stored mformatlon outwergh the nsks

" of add1t10na1 disputes.

IV. Providing Electronically Stored Informati(m In Response To InterrogatorieS'
The only proposed change in Rule 33 i is to add in Rule 33(d) that electromcally stored

mformatlon is included Wlthm the “busmess records” that may be spec1ﬁed in an answer to an

‘ mterrogatory The proposed Advxsory Connmttee Note to Rule 33 pomts out that the term

“electronically stored mformatmn has the same broad meanmg in proposed Rule 33(d) asin
proposed Rule 34(a)1). |
Although proposed Rule 33td)'does not on its face impose additionaT requirements on how
electrom'cally stored information may be used to respond to»an interrogatory compared to hard\

o
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: copres of business récords, the proposed Advisory_'Con/rmittee Note restates that such information ‘ |

_ may be provided as an answer where “the burden of deriving the answer w111 be substantially the

" same for either party.” Amendments, at 24. Tn other Words,the respondirrg pa'rty',v if it elects to .

" respond to an interrogatory by providiﬁg electronically srored r'igfc)rfnation, must ensure that the =~

-interrogating party is able to locate or identify the e‘lectronically stored information from which the -

answer may be ascertained “as readily : as can the party served.”  Id. In order to meet this

: requrrement under existing Rule 33(d), the respondrng party must provrde the mterrogatmg party 2 H

“reasonable opportumty to examine, audit or mspect” the information and “to make cop1es

compilations, abstracts or summaries.’ > Where electromcally stored information is involved, the

proposed Advisory Committee Note states that this rrray mean providing f‘sorhe combination of

- technical support, mformatron on apphcatron software access to the pertment computer system or

~ other assistance.” Amendments, at24. See In re Honeywell Int’l, Inc. Sec Litig., No. M8-85

WHP, 2003 WL 22722961 at *2 (S.D.N.Y. Nov. 18, 2003) (drrectmg Price Waterhouse to produce ,

a copy of'its workpapers on CD-ROM:s that could be v1ewed only by using: Prrce Waterhouse S
proprietary sofrware along with the proprretary software itself).

The Section supports the change in Rule 33(d). An example Where the proposed Rule

“would apply would be where a respondrng party provrdes the requestrng party wrth access to a

] .
database upon which to run certarn quenes in order to extract relevant mformatron Drsputes as to '

: the manner and extent of access to electromcally stored mformatron provrded n response to .

1nterrogat0r1es as well as cost allocatron, erl contmue to anse but there isno reason the Rule

"\

14 See Multitechnology Servs., supra, 2004 WL 1553480, at *2 (requrnng the partres to spllt the expenses

‘ of deriving interrogatory answers from Verrzon 5 databases)

17
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4

should not be updated to reflect the current reality that business records are electronically stored and
that answers to interro gatories may be derived from electronically stored mformation.

V. ‘FormOfProduction - o “ [“‘ R - —~

A Proposed Amendments to Rule 34(b)

. The Adv1sory Commlttee proposes the followmg adchtlon to Rule 34(b)
T he request may specify the form in which electromcally stored information is to be
produced . . . If a request for electronically stored information does not specify the
form of production, a responding party must produce the information in a form in
“which it is ordinarily maintained, or in an electromcally searchable form. The party
“need only produce such information in one form. - -

The proposed amendments to Rule 34(b) permit the requesting party to speciﬁ the formin

wh1ch electromcally stored mformatlon is to be produced and allow the respondmg party to Ob_] ect' |

to the requested form.” Accordlng to the proposed Advisory Comrmttee Note, the “grounds for the

objection depend on the c1rcumstances of the case.’ Amendments at 31. The proposed Note

‘ pomts out that, if an Ob_] ectlon is made Rule 37(a)(2)(B) requires the partres to meet and confer -

. before a motion to compel is filed. /d. Proposed Rule 34(b) does riot requzre the requestmg party ;

to choose a form of productlon for electromcally stored information.

The proposed Advisory Committes Note' clariﬁes that, “[i]f the requ'est does not specify a

‘ form of productlon for electromcally stored 1nformatron Rule 34(b) prov1des that the respondmg

party must unless the court orders otherwise or the partres otherwrse agree — choose between

optrons analogous to those prov1ded for hard-copy matenals. The respondmg party may produce '

‘ ’mformatlon ma form in whlch it ordinarily mamtams the 1nformat10n ” Id at 30. Altematlvely, B

the respondmg party may produce the electromcally stored mformauon inan electromcally




searchable form. Id. If the requ‘esting party speciﬁes a form of production,»proposed Rule 34(b)

/
{

permits the responding party to object to the request (grounds for obj ections are case—speciﬁc). Id"®

The proposed Adwsory Committee Note to Rule 34(b) emphasrzes that the “form of

productlon is more 1mportant to the exchange of electromcally stored 1nformat10n than of hard copy |

‘ matenals” and that the spec1ﬁcat10n of the desned form may fac111tate the orderly, efﬁ01ent and
cost-effective discovery of electromcally stored 1nformatron.” Id.
‘B.  Comments
T here has been much dlscussmn n recent federal case law Vand among practltloners
| regarding the form of productlon of electronrcally stored mfonnatlon See Zakre v. Nor ddeutsche \

Landesbank Girozentrale, No. 03 Civ. 0257 (RWS), 2004 WL 764895 at *1 (S DN Y. Apr. 9

T 2004) (plalntrff’s request to compel defendant to review two CDs for respons1ve documents demed

a
N

- because the defendant produced documents in text—searchable format that was as‘ close as poss1b1e 7
to the way they were kept in the usual course of business)' Northem Crossarm- Co. Inc. v. Chemical

: Speczaltzes Inc No 03- C—415 C, 2004 WL 636606 at ¥1 *2 (VV D. Wts Mar. 3, 2004) (plamtlff s

~.motion to compel defendant to produce e-malls m electromc form after productlon m hard copy

- demed because plamtlff- dld not request productton in electromc form); Super Film of Am., Inc V.

UCB Films, Inc., 219 FR.D. 649 656 57 (D Kan 2004) (defendant’s motlon té compel dlscovery‘ |

of electronic versions of e-malls documents, databases and spreadsheets granted because plamtlff’s .

conclusory contentron it did not have the expertlse to retneve the mformanon was madequate) In

$o

v re Honeywell Int’l Sec. thzg supra, 2003 WL 22722961 at *2 (accountant compelled to produce

its workpapers electromcally because it had not prov1ded plamtrffs w1th an adequate means to

15 As discussed above, proposed Rule 26(f) provrdes that partiés must dlscuss durmg the drscovery—

planning conference any issues relating to the drsclosure and drscovery of electromcally stored
information, including the form of productlon -

1
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: decipherhow the documents Were kept in the usual course of business)' see also Sedona Prihczples

at17. Grven that the form of productron has become a ﬁequent source of controversy in connectron \
4

with electromcally stored mformatron, 1t makes sense to establrsh some procedure for the issue to’

be rarsed and resolved in drscovery The procedure contemplated by the proposed rule i is. ﬂexrble

, and reasonable However, it does raise : some issues regardmg default productron formats

1. Default Formats
a.  Form in which ordinarily maintained

Producing electronic documents in the form in Which they are ordinarily maintained

‘ suggests producing native electronic files. “Native” refers to the original form of a file when it is

o created by file-creation software such as Wo‘rd, Excel, Word Perfect or Access. Producing datain

native format has one principal advantage: after gathering the-data, it does not need to be further

processed for production. However, there are a number of substantial and legitimate disadvantages

“ Wlth current technology, including:

. o Potentral spoliation of native ﬁles Native files contain embedded metadata that’

memorializes when a document was created, what computer it was created on, when it was
. last accessed, and when it was last modified. Some of this information may be relevant to
litigated issues. When producing or receiving native files as part of a production, either -
party can change some or all of that metadata by copying, opening or re-saving the
documents. - Similarly, the substantive text of the documents is not “locked;” as a result a
party can inadvertently or purposely change the text ofa natrve file:

. Drsclosure of privileged or confidential information Certam word processrng programs

.~ retain a history of edits to the document in a hidden form. Upon receiving such documents .
in native format, a party could reveal or restore those rejected edlts which maybe = '
privileged or conﬁdentral ~

. Certain native files are unreadable — While Word Word Perfect and Outlook ﬁles ore- -
mails are readable when produced in native format, many other kinds of files are not. For
example, Groupwrse mailboxes, if snnply copred t6 a CD-ROM, cannot normally be read .
by a receiving party because of ‘encryption issues. Many database files will not ﬁmctron
outside of the hardware and security environment in which they were created. - Accordmgly,

~ for many file types, they must be exported and processed into some readable format such as L
txt (text) files, PDFs or tlffs ‘ ‘

20
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o Inability to redact privileged material — There is no workable way to redact documents in
: - native format. Thus, when it comes to redacted documents, the parties or the court will \
‘have to establish an exception form. - This exception will likely take the form of processing

" the native file to an electronic image such as a PDF or .tiff or pnntmg the file and redacting L

1

it the old-fashioned way. _\
. Tnability to efficiently sequentially number documents - There is no way to attach control
numbers to native documents. Rather, a production of native documents only retains the
native page numbering, Control numbering is essential for any significant production in
order to avoid confusion, to resolve discovery disputes and to make a record of what was in
- fact produced.

b. Electronically searchable form ‘V
As to the option of producing information in an electronically searchable forri, the proposed

Advisory Committee Note'concedes that “although this optron is not prec:isely the same as the

optron to produce hard—copy matenals organized and 1abeled to correspond to the requests it should

be ﬁmctionally analogous because it will enable the party seeking product10n to locate pertment o

mformation Amendments at 30 The Section recommends that the Adwsory Committee Note i

further explam What is “an electromcally searchable form,” since itis unclear the extent of
searchabilrty’ ’_contemplated. o

- The process of converting native electronic files to static but searchable, ‘irnages requires

very substantlal technology, time and money Moreover there area number of very different ways

. of creating searchable data sets, and the ﬁeld is evolvmg every day For example certain electromc
, discovery technologles mvolve creatmg searchable tiff 1mages or searchable PDFs of each page in
an electromc productlon and stonng those trffs ina searchable database. Sometrmes that database

s exported toa “load ﬁle ”’ which can be loaded mto htigation support soﬁware hke Summatlon

Concordance or Documatnx Other technologies make the searchable database accessrble on—hne

r

through a web browser. A new technology posts the data to an on—hne database but in natlve

~

format and allows the userto ¢ promote only relevant search hits to .tlff, thereby _savmg on .tiff ,

a1
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'conversion costs. The Section believes that the Advisésry Committee Note should not Adesi,egnate any |
specific technology but should prov1de more guldance on the level of functlonallty contemplated
However when it comes to searchmg electromcally stored mformatron there are issues that are
umque to each ﬁle format and a one—srze—ﬁts-all mandate for searchablhty is probably not feasible.

2. Addlth]lal Searchablhty Issues Spec1ﬁe to Certain Types of
Electromcally Stored Information

‘/ a. pE-‘malls |
The proposed Rulé is unclear as to whether e—mail attachrhents rnust be searchable, as
opposed to only the message body. In addition " guidance could be provided as to what additional
: ﬁelds must be searchable within an e-ma11 For example “To,” “From,” “cc,” “bcc and “Subject” -
- are obvrous fields, but e-mails can have hundreds of fields, many of them hrdden Such ﬁelds
| include a document ID, or the IP addresses of the servers that handled a received e-mail whlle it |
was en route. In certain cases such frelds are irrelevant; in others they can be irnporta’nt—. .

b. Metadata‘ o

The proposed Rule could address Whether embedded metadata n non—e-mad electromcally

stored documents should be searchable 1nclud1ng Created Date Last Accessed Date,Last Modified 47 " ‘

: Date and Author Agam, there are more esoteric forms of embedded metadata in documents such ‘
o as Rev1s1on Number and Last Ten Authors (whlch shows the names of the last ten ‘computers on
whlch the document was saved) Guldance could be prov1ded about the level of metadata that ‘
should be searchable Imphc1t in any such gmdance would be an expectatlon that when |
\ electromcally stored documents are preserved that such metadata be accurately captured (and o o

: preserved.' Such a requirement*can be burdensome, as it currentlv rec"lui‘r\es forensic tools land '4 .

- knowledge to be used in the preservation process.
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c. Spreadsheets

The electronic productron of spreadsheets oﬂen mvolves problems Tlfﬁng ona one-page— o

to-orie-tiff basis ¢ can reduce the prmt size of a w1de spreadsheet so-that it is unreadable and

unsearchable. .Tiffing on a one-page-tofmulltplef.trffs bas15 can make readmg the spreadsheet '

difﬁcult. Since .tiffing or PDFing creates only an lrnage of what is visible on the surface of the -

spreadsheet the formulas underlymg certain cells are not captured In addltlon, when spreadsheets o

are collected from a producmg party many columns are oﬁen “lndden,” to enable the user to view

only the mformatron she may need. This raises the issue as to whether the Rule should direct that

spreadsheets be produced after all columns are un:hidden; in a way to ensure readability; orina

way to djsplay formulas when relevant to the litigation.
d. Encryption/password protection
Either by corporate policy or by individual user behavior, electronically stored documents

and e-mails can be encrypted or password-pro/tectedr Such e-mails and documents cannot be

searched until they are decrypted or unlocked Accordjngly, an issue is Whethcr‘ the Rule should

~

require all enterprise e-mail and documents to be decrypted or unlocked and that reasonable efforts

be used to decrypt or unlock 1nd1v1dually—encrypted documents
e Databases
Slmple databases such as those that are created 1n and operate in Mlcrosoﬁ Access can be
cop1ed and produced electromcally m drscovery, and the recelvmg party can load the database ini .

Access and perform searches. Enterprrse—level databases can be cop1ed but in many instances,

those copies will not flll’lCthIl outsrde thelr natrve hardware or secunty env1ronments Thus, the

.copies are not functlonal or readable let alone searchable <ln such mstances data can be exported .

L,
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often (‘appears as meaningless rows of data.

\

- from the database into an Excel/s‘preadsheetor .esv file, Whieh is searchable, but the exported,data

i

As th1s dlscussmn demonstrates When dealmg Wlth the ah111ty to search electromcally

stored mformatlon one qmckly and necessanly gets down into the weeds relatmg to each ﬁle

-

format. The Sectlon s concern isthata broad rule only requmng a searchable format Wﬂl gloss

over these substantlal issues, leadmg toa patchwork of Jud1c1a1 mterpretatlon On the other hand,

“ the Rule cannot speak dlrectly to each of the hundreds of file formats ThlS suggests that a

. requirement of productlon inan eleotromcally searchable form may not be fea81b1e as a blanket rule.

The Section agrees that, in theory, production of electronioally stored information in an

. electronically searchable form is a viable form of production and is to a limited extent functionally‘ 7 \

analogous to labeling hard copy material to corresporid to an individual document request. \

: However, given the uncertainty regarding what “electronically searchable” means. in any particula’r

case, the Section recomrnends that the Advisory Committee Note either provide greater detail in

defining an electronically searchable fonn or decline to employ/such t’errﬂinolo gy in defining -

default production formats.

VL. Requests To Test Or Sample

Proposed amendments to Rules 34(a)(1) 45(a)(1) 45(a)(1)(C), 45(b)(2) 45(c)(2)(A) and \ i

‘ "45 (c)(2)(B) would recogmze a nght to request and a duty to prov1de a “test or sample” w1thm the

)

. scope of perrmtted d1scovery requests Th15 right would apply to all forms of dlscoverable .

L

: mformatlon mcludmg electromcally stored mformatmn

Exphc1t1y recognizing a nght to test or sample has partlcular apphcatlon to electromcally

o )stored 1nformat10n since courts have used samphng as a means to determme ‘whether d1scovery of




| certaln electromcally stored mformatlon 15 warranted and, 1f S0, whether cost shrfung is’
appropriate. See Zubulake I 217FR.D. at 324 (“[r]equmng the respondlng party to restore and
: ‘produce responsrve documents from a small sample of the requested backup tapes is a sens1ble

approach in most cases”) McPeek V. Askcroﬁ‘ 202 E. R D 31, 34 (D D.C. 2001) (dec1d1ng to take |
small steps and perform a test run” on potentlally dlscoverable data) Wzgznton supra 2004 WL
1895 122 at *4 (“the actual results of the test rin w1]l be md1cat1ve of how hkely itis that cntlcal
‘ 1nforrnat10n will be dlscovered” for purposes of determrmng whether to shlft costs of a search. of |
backup tapes). The Sectlon supports the proposed changes
VI Preservation And Spoliation Of Discoverable Informatidn’

Preservatlon of 1nformat10n in any form is not spec1ﬁcally covered by the Federal Rules of _
C1v11 Procedure Case law has developed the rule that “[t]he obhgatron to preserve ev1dence arises “
When the party has notice that the ev1dence is relevant to 11t1gat10n or When a party should have
- known that the evidence may be relevant to future lltrgatlon ” Zubulake v, 220 FR. D at216
(quoting Fujitsu Ltd. v. Federal Express Corp 247 F. 3d 423 436 (2d Clr 2001)) See also
Szlvestrz V. General Motors Corp., 271 F.3d 583, 591 (4th Cir. 2001) Wm T Tkompson Co v
\ Geneml Nutrition Cozp 593 F. Supp. 1443, 1455 (C D Cal 1984) Carluccz V. Pzper Azrcraﬁ
Corp., 102 F. RD 472, 485 86 (S D Fla. 1984) Bowmar Instrument C'orp v. T exas Instruments -
| Inc 25 F ed R. Serv 2d (Callaghan) 423, 427 1977 u.s. D1st LEXIS 16078 at *ll (N.D. Ind \

« May2 1977), Gorehck Marzen and Solurn Destmctzon of Evzdence § 3 12 at 104 (1989) “A B

party or antrcrpated party must retam all relevant documents (but not rnultlple 1dentlca1 coples) in

ex1stence at the time the duty to preserve attaches and any relevant documents created thereafter

: Zubulake I V 220 F R. D at 218 “The duty shou]d certalnly extend to any documents or tangrble E

things . . . made by individuals ‘hkely to have dlscoverable mformatlon that the d1sclosmg party _—

T
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- may use to support its claims or defenses ” Id 220 F.R. D. at 217—18 quotmg Rule 26(b)(1) “The

duty also mcludes documents prepared for those 1nd1v1duals ”? Zubulake I v, 220F. R.D. at 21 8 .

- (empha313 in onglnal) =N

The duty of preservation raises additional iSsues in the context of electronically stored

\ 1nformat10n Easﬂy accessible actlve data is constantly being updated and wntten over. On the .

other hand, many orgamzatlons currently conduct daﬂy back-ups of their electromc systems for
AN . SN (

recovery purposes in case of an emergency. Haltmg all work to preserve the cun'ent state of

electromcally stored 1nformatlon probably is not fea51b1e Preservmg all backup tapes may be

' equally unrealistic.

Continued op‘eration of computers and computer networks in the routine course of

business may alter or destroy existing data, but a data preservation order prohibiting
N operation of the computers absolutely would effectively shut down the responding

party’s business operations. . . . Routine system backups for disaster recovery

* purposes may incidentally preserve data subJ ect to discovery, but recovery of

relevant data from nonarchival backups is costly and inefficient, and a data-

preservation order that requires the accumulation of such backups beyond their

usual short retenuon  period may needlessly increase the scope and cost of dlscovery

Manual for Complex thlgatlon (Fourth) §11.442 at73 (F ederal Jud1c1al Center 2004)

Judge Scheindlin’s solution is:
Once a party reasonably anticipates litigation, it must suspend its routine document -
retention/destruction policy and put in place a ‘litigation hold” to ensure the
" preservation of relevant documents. As a general rule, that litigation hold does not -~
- apply to inaccessible backup tapes (e.g., those typically maintained solely for the
purpose of disaster recovery) which may continue to be recycled on the schedule set ,
forth in the company’s policy. On the other hand, if backup tapes are accessible
(i.e., actively used for information retneval), then such tapes would hkely be subj ect
to the litigation hold. : f

. However, it does make sense to oreate -one exceptlon to this general rule Ifa
company can identify where particular employee documents are stored on backup

- tapes, then the tapes storing the documents of ‘key players’ to the existing or
threatened litigation should be preserved if the information contained on those tapes
1s not otherwise available.- ThlS exceptlon applies to all backup tapes.

f
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Zubulake IV, 220 FRD. at 218 (emphasis in original).
The proposed amendments bulld on these obhgatlons w1thout adoptmg thern by reqmnng
the partles “to dlscuss any issues relating to preservmg drscoverable mformatlo durmg the Rule

26(f) planmng conference The proposed Advisory Commrttee Note to Rule 26 suggests that. “[t]he

Lo

o partles drscussmn should aim toward specrﬁc prov1s1ons balancmg the need to preserve relevant

“evidence w1th the need to contlnue routine activities critical to ongoing business.” Amendments, at

19. Such a discussion rmght mclude whether a party has a duty to preserve electronically stored

information that is not reasonably accessible.

The Section endorses these provisions. Early attention to preservation of dynamic

electronically stored information is a necessity to avoid later misunderstanding, unnecessary motion

* practice and potential sanctions.

)

A party that fails to preserve, s1gmﬁcantly alters or destroys ev1dence n pendmg or
reasonably foreseeable 11t1gatron has committed spohatlon Zubulake v, 2004 WL 1620866, at *6.
Spohatlon may result in sanctlons under Rule 37 of the Federal Rules of Civil Procedure where a ,’

court order or discovery ruhng has been vrolated or under the court’s mherent power to impose

sanctlons for abuse of the _]lllelal system. Wgznton V. CB chhard Ellis, Inc No. 02 C 6832, 2003 R
‘ WL 22439865 at *3 (N D. Ill Oct 27, 2003) aff'd, 2004 Wi 1895 122 (N D 1. Aug 10, 2004)

' Sanctrons may be 1mposed for spohatron of relevant evrdence When a party acts wrth a culpable

state of mind (from neghgence to mtenuonal) although the appropnate sanction may depend on

 the level of culpability. See, e. g Residential Funa’mg Corp V. DeGeorge an Corp., 306 F. 3d 99
: 107 (2d C1r 2002), Szlvestrz 271 E. 3d at 590, 593 Marrocco V. General Motors Corp 966 F. 2d

220 224 (7th ClI‘ 1992) Advantacare Health Partners LP v. Access I V, No. C 03- 04496 JF, 2004 o

A




WL 1837997, at *4 (N.D. Cal. Aug. 17, 2004); ¢f. Chambers v. NASCO, Inc., 501 US. 32,47

- (1991). -

Without addressing the standard for the trnposition of sanctions for spoliation,new :
proposed Rule 37(f) seeks to provide a “safe harbor” from sanctions for a failure to produce' -
electronically‘stored information lost aﬁer the commencement of the case.!® The proposal of the

maj or1ty of the Civil Rules Advisory Commlttee is that, unless a party Vlolates a court order

requmng preservation, a court may not 1mpose sanctlons 1f “( 1) the party took reasonable steps to

preserve the information after it knew or should have known the information was discoverable in

the action" and (2) the failure resulted from loss of the information because of the‘routine operation

of the party s electromc information system.” (Emphasrs added ) The proposal of a mmonty of the

Civil Rules AdV1sory Comrmttee is that a court may not 1mpose sanctlons “for failing to prov1de

, electromcally stored information deleted or lost asa result of the routine operatzon of the party S
electromc lnformatton system unless: (l) the party mtentzonally or recklessly falled to preserve the :
: mformanon or (2) the party v1olated an order 1ssued in the action requlrmg the preserva’uon of the o

r1nf01mat10n ” (Empha51s added)

The proposed Adv1sory Committee Note acknowledges that “rOutine’loperation” is
undeﬁned “No attempt is made to catalogue the system features that now or m the future may

cause such Toss of mformauon F amlllar examples ﬁom present systems mclude programs that

recycle storage medta, automatlc overwntmg of 1nformatlon that has been ‘deleted,’ and 1 programs o
. that automatlcally d1scard mforrnaﬁon that has not been aceessed w1th1n a deﬁned penod ?

' Amendments at 34. Although any deﬁmtlon of “routme operatron may become obsolete as.

16 The proposed Advisory Committee Note acknowledges that proposed Rule 37(t) does not address the .
- loss of electronically stored information before an action is commenced. Amendments, at 34. However, '

we expect the proposed rule to be persuasive authority regarding any spoliation sanction for such a loss.
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technology and office practices change, the Section recommends that the Advisory Committee Note

describe some factors that might be corrsidered in establishing what is the “routine operation” of an_

J

- electronic information system. Factors for a court to consider in determining what is the routine
operation of an electronic inforrﬁation system might include: (i) the manner in which the electronic . -

 information system '(both software and hardware) handles electronically stored informatiori, (ii) any

difficulties in modifying the electronic information system to halt operations that might alter or

destroy electronically stored information, (iii) /Whether some \portion of the electronic information

system is designed to alter or destroy information potentially relevant to litigation, see Kucala

. Enter., Ltd. v. Auto Wax Co., No. 02 C 1403‘ 2003 WL 22433095 at *3 (N.D. Il Oct. 27, 2003)
‘ (use of Evidence Eliminator software bas1s for sanctions for spohatron) (1v) any pohc1es of the
entity regarding preservatron alteration or destructron of electromcally stored mformatron outs1de

- the context of anticipated or actualihtrgation, and (v) any polieles of the entrty regarding

preservation, alteration or destruction of eleetromcally stored information once potential litigation is

known.

While there is some concern that a safe harb‘or\Will eneourage parties not to' preserve . .

relevant electromcally stored evrdence the Section endorses the safe harbor proposed by a maJ jority o
of the Advrsory Comrmttee It may help to 1der1t1fy sanctronable culpable conduct by provrdmg an

. objective standard agamst whrch the alterathn, Joss or destructlon of electronically stored

AN

information may be measured. -

The minority’s proposalpcokntains a gap between information lost as aresult of the routine

operatioh of an eleetronic ihformation systerh (within the safe harbor)’ and 2 reckless or intentional -
- fallure to preserve mformatron (outsrde the safe harbor) The majorrty s proposal clearly places

actrons in the gap outside the safe harbor as they should be For example in Zubulake v, the court

2
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imposed a less than draconian sanet1on of paylng for add1t10nal depositions where the respondmg

| r,party could only be shown to be neghgent or possibly reckless in preserv1ng eleetromcally stored

information. Id., 220 F.R.D. at 221, 222. However, the addrtlonal deposrtronsled to the dlscovery :

that the party’s *personnel had acted wlllthlly in destroying potentially relevant electronically‘ stored
infonnati_on, which Ted to ‘ﬁn't‘her, nlore serious sanctions. Zubulake V, 2004 WL ‘1620‘86}’6, at ¥12. -

. This example shows that precluding the :ilnposition of appropriate Rule 37 sanctions 1n the absenoe"

of vvillful or reckless é‘onduct\, as the minority proposes, mav unduly restrict'courts from supervising
" and controlling discovery and deterring or punishingp\villﬁll spoliation of eleetronically stored

* information. |

- In addition, the majority’s proposal applies an obj ective standard,vwhieh could betiedrinto‘

.- the routlne operatlon of an entrty s electromc mformatlon system and steps that should be taken in

light of the nature of that system and any pohcres the entity | has adopted for the preservatron of

)

electromcally stored information. Thewmmonty s proposal (applres a subj ective standard, whrch ,

may require a greater collateral inquiry into the actions of the entity and its pﬁersonnel lIl failing to

K

“preserve electronically. stored information. That inquiry may well be hindered by invocations of the. N

attomey-elient privilege See Keirv. UnumProvident Cmfp No 02 Civ. 8781 CDLC) 2003 WL
21997747 at*11n.3 (S.D.N. Y Aug 22, 2003) (¢ ‘UnumProvrdent mvoked its attorney—chent

- pnvrlege to protect most of its commumcatrons concermng the issues addressed at the heanng on

UnumProwdent’s farlure to preserve Six days of e—malls). Moreover ‘ the mmorrty s standard may J

o encourage greater d1sregard for an entrty s oblrgahon to preserve eleetromcally stored mfonnatron |

' which recent case laW shows a]ready is not taken as senously as 1t ought fo be regardmg e-mails. .

See Zubulake ¥, 2004 WL 1620866 at *3 (“[n]otvnthstandmg the clear and repeated Warmngs of o

| ’counsel Zubulake has proffered ev1dence that a number of key UBS employees . failed to retain
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“ e-mails gerrriane to Zubulake’s claims”); Um’teo’ States v. P/zilip Morris USA Inc., 327 F. Supp. 2d .
L 21,24 (D D.C. 2004) (“itis astoundmg that employees at the lnghest corporate level in Philip
. Morns with s1gn1ﬁcant respon51b1ht1es pertammg to 1ssues in tlns lawsult failed to follow Order #
1, the document retentton pollcres of thelr own employer and in partlcular the ‘print and retain’
‘ pohcy whlch 1f followed would have ensured the preservatlon of those emalls wh10h have been g
’irretrievably lost”); Rambus, Inc. v. Infineon Technologies AG, 220 FR.D. 264, 287 (E.D. Va,
2004) (“Inﬁneon has presented evidence that, taken together, rather strongly indicates that Rambus
'exphcnly linked development of its document retentlon pohcy and the shreddmg of documents with
preparing for patent 11t1gat1 n’”).
VIII " Protection Against Walver Of Prlvﬂege |
Proposed Rules 26(b)(5)(B) and 45(d)(2)(B) add provisions regarding the inadvertent o
,productlon of privileged 1nformat10n They are not hm1ted to electromcally stored mformatlon
The proposed Rules, Wlth the language of Rule 26(b)(5)(A) in brackets where drfferent prov1de \
\ When a person [party] produces mformatron- wzthout mtendmg fo waive a cla1m of .
privilege it may, within a reasonable time, notify any party that received the
. information of its claim of privilege. After being notified, any [a] party must
" promptly return, sequester, or destroy the specified information and any copies.
- The person who produced the information [The producing party] must comply with
Rule 45(d)(2)(A) [26(b)(5)(A)] with regard to the information and preserve it
pendmg a ruhng by the court :
: ; (Emphams added.) o
N o .
The proposed Advrsory Comnuttee Note to Rule 26 describes some of the factors that mlght
’ bear on whether notrce was grven w1thm a reasonable time: (1) the ‘date when the producmg party
\ learned of the productlon of the mfonnatlon (2) the extent to wh1ch other partles had rnade use of

. the mformatlon in connectlon w1th the htrgatlon (3) the dlfﬁculty of dlscermng whether the

\”\
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, material was priviieged, and (4) the rnagrlitude of the nroduction. Atnendments," at 15. Tnese
" factors appear to be appropriate. | | |

"\ The proposed Advisory Commrttee Note statec that the option of sequester‘ing information :

: wac provided “‘becétuse the receiving party may have incorporated some of the infonnation;in .

i protected tnal—preparation matenals ” Id., at 16 Whrle sequestratton stralghtforwardly apphes to

\

| ‘hard-copy documents (separate filing with a conﬁdential annotatmn) it may less strarghtforwardly

. applyto electromcally stored mformatron,, whrch‘could reside on storage med1a with a great deal

other information from which it cannot easily be separated. Further, such electronically stored

information may not be able to be “destroyed,” but only to have a pointer to it “deleted.” In any

( event, the c'oncept" that some inddvertently disclosed information may be retained by the\patrty to

whom such disclosure is made under an obligation not to make any further use or disclosure, at -

 least pending resolution of its status, is one that the (Section approves.

The proposed Advrsory Commrttee Note goes on to state that “[a]fter receiving notice a

- party must not use, disclose, or dlssemmate the mformatlon pendmg resolutlon of the prrvﬂege ‘

" claim.” Id. The Section suggests that this obligation be stated in the proposed Rule, not just in the -

Advisory Committee Note. While the Advisory Committee Note does not SO \statei the Section

presumes that the party receiving the notice can use the mformatlon on any motron seeking ‘

4

' resolution of the pnvﬂege claim, although any ﬁhng should probably be under seal. Cf The
- \Assoc1at10n of the Bar cf the C1ty of New York, Comrmttee on Professwnal and Jud101a1 Ethics

" Formal Opinion No. ‘2003-04, 2004 WL 837937, at *4, *7 (April 9; 2004) (1awyer has ethical

obligations to notify, return and refrain from review of inadvertent disclosures of privileged :

" information, except to bring to a tribunal’s attention that the communication does not contain - .

S -
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~privileged information or that any privilege has been waived by tne dis’closure) ; New York County - i
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Lawyers Assomatlon Comrmttee on Professmnal Ethics, “Topic: Ethlcal Obhgatlons Upon Rece1pt

‘ of Inadvertently Dlsclosed anﬂeged Informatlon NYCLA Ethics Oplmon No 730 20()2 WL

: 3 1962702 at *4 (July 19 2002) (a lawyer recelvmg mformatlon the lawyer knows or beheves was.

not intended for the lawyer and contains secrets, conﬁdences or other pnvﬂeged matter, upon

g recogmtlon of same, shall, without ﬁlrther review or other use, notlfy the sender and ab1de by the

sender’s instructions regarding return or destruction of the infdnnationi, '

- The proposed Advisory Comxnittee Note alsovinipose's on the party receiving the (y
inadvertently disclosed information the obligation to attempt to obtain‘ the return of the information’ ‘
or its destruction by any non-party to whom previous disclosure had been made. Amendments at
16. This obligation flows from an attomey S obhgatmn not to engage in conduct prejudicial to the

administration of j Justlce ABA Model Rules of Professmnal Conduct Rule 8. 4(d), New York, New

York D1s01p11nary Rule 1-102(A)(5); cf. Amerzcan Express v. Accu—Weather Inc., No 91 Civ. 6485

. (RWS) 92 Civ. 705 (RWS), 1996 WL 346388 at *2 (SD N Y June 25 1996) (etlncal v101at10n of . |

DR 1-102(A)(5) to open Federal Express package aﬁer;notlce that it madvertently contained a

. privileged document).

’ The Report (at 14) asks whether a party that receives notice that nri{rileged material has

- been produced must Certify that the material has been sequestered or desti‘oyed, if it is nOt returned.

The Section beheves that such an obhgatlon is unnecessary, partlcularly if the ob11gat10n not to use

\ the information afier notice is stated in the Rule Further smce attomeys have an eth1ca1 obhgatlon 5

nE

E not to use pnvﬂeged information that has been madvertently d1sclosed but remams pnvﬂeged a

N

Certlﬂcatlon reqmrement will not add any deterrence noﬁ will it hkely restlt in any ‘addmonal, : " o

| nunishment if flouted. Moreover, if the question of whetlier the information should or should not

o
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" be privileged will be ‘decided‘ by a court, then certification of sequestration or destruction is

: prenlature until that deoision is made.

Y
-7

| In addition, as dlscussed above for information that res1des on storage medra Where 1t

* cannot be easrly separated from other mformatlon 1t may be dlfﬁcult to certlfy to any statement
. r :
other than that the information Wﬂl not be used, dlsclosed or dlssennnated except in conjuncuon

with a motron to establish whether it is pnvrleged or not. Such a restatement of a party’ s
obhgatlons under the proposed Rule does not seem worthwl:ule
The proposed Rules take 1o pOSlthIl on the spht in the federal courts about whether an

inadvertent productlon should be cons1dered a waiver of privilege, and the proposed Rules probably

could not do so in light of Rule 501 of the Federalv Rules of Evidenc‘e.17 See Iit re Séaled Case 877

F 2d 976 980 (D.C. Cir. 1989) (madvertent dlsclosure a walver) Alldread V. Czty of Grenada, 988 :

F. 2d 1425 1433 34 (5th Cir.'1993) (balanclng test apphed to determine whether madvertent

i productlon walved pnvrlege) Local 851 Int’l Brotherhood of T eamsters V. Kuehne & Nagel Azr g
: Frezght 36 F. Supp. 2d 127 131 n4 (E D.N.Y. 1998) (farlure to take reasonable steps waives the
| attomey—chent pnvﬂege), Berg Electromcs Inc.v. Molex Inc 875 F Supp 261,263 (D. Del

1995) (madvertent productron not a Walver) Mendenhall 12 Barber—Green Co., 531 F. Supp. 951

h 954 (N. D . 1982) (madvertent prodnctlon not a waiver of the attorney—chent pnvﬂege) but cf In |

o e Lernout & Hauspze Sec. thzg ,222 FR. D 29 34 (D Mass 2004) (productron of e—marl found '

not madvertent)

17 Under Rule 501, federal district courts are required to apply state law choice-of-law prin01ples to
determine which privilege law to apply in diversity cases. See CSX Transp. v. Lexington Ins. Co., 187
 F.R.D. 555,559 (N D. 11L. 1999) (applying Ilinois privilege law rather than the Florida law -
governing the underlymg dispute); Tartaglia v. Paul Revere Life Ins. Co., 948 F. Supp. 325, 326—27

(S.D.N.Y. 1996) (applylng New York pnvﬂege law to d1vers1ty case where Oth law would
: other\mse apply) :

S
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Nonetheless, propos_ed Rules 16(5)(6) and 26(f)(4) and Form 35, 1 3, encourage the parties

to discuss at their discovery conference and seek to inchlde in the court’s case management ordera

prowswn protectmg the right to assert a pnv11ege after an 1nadvertent productlon of mformatlon In
the Sectlon s v1ew these prov1s1ons 1mphclt1y, but correctly, endorse the posmon that the
inadvertent productlon of pr1v11eged mformatlon, especially when _deahng with volummous‘

electronically stored information, should not autdmatically be considered a Waiver of privilege. The

' Sectlon concurs with the proposed Adv1sory Commiittee Note (Amendments at 19) that frequently,

especially in complex cases, parties spend large and perhaps 1nord1nate amounts of trme rewewmg‘

hard-copy d1scovery materials prior to productton to determme whether they are pnvﬂeged wh1ch
J

can substantially delay access for the party seek:ing discovery. See Zubulake III, 216 F.R.D. at 290

v(the producmg party dec1ded on a review protocol of havmg a semor associate at a cost of $41 0 per

-~ hour read every Word of every document rather than havmg a paralegal at a cost of less than $17O

per hour conduct a series of targeted key-word searches). As the proposed Adyisory Committee
Note\ also describes (Amendments, at 20), the time and expense to review electronically stored

information can be greater than with hard—eopy documents, because there is more of it, .incIuding o

, many duphcates and the mformal nature of many e—ma;lls makes 1t more dlfﬁcult fo determme

Whether the mformatlon is pnvﬂeged See Computer Assocs. Int 1Inc. v. Quest Software Inc

No 02C 4721 2003 WL 21277129, at *1 (N D Ill June 3, 2003) (cost to remove prlvﬂeged

K 1nformat10n from elght hard dnves between $28 000 to $40 000), Medtromc Sofamor Danek Inc V.

E

" 18 The proposed Advisory Comrmttee Note also indicates that a privilege review of embedded data may

be more difficult because of its hidden nature and suggests the same may be true regarding metadata.
Amendments, at 20.- While the Section agrees that embedded data, containing draft language, editorial
comments and other deleted matter, may need to be reviewed for privilege independent of the electronic
document to which it relates, the Section suggests that metadata, that is, information describing the
history or management of an eleétronic document, will rarely be prxvﬂeged if the document is not
otherwise privileged, making a privilege review of metadata in most instances superﬂuous ]
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" Michelson, No 01-2373-MIV 2003 WL 21468573 at *7 (W.D. Tenn May 13, 2003) (estlmates of '

pnv11ege review costs regardlng backup tapes between $16 5 million and $70 mllhon) Cognex +

. Corp. v. Electro Sczentzf ic Indus Inc., No Civ. A OICV10287RCL 2002 WL 32309413 at*2 (D.-
- "Mass. July 2, 2002) (a seven—,person team of lawyers and paralegals took approxrmately 10 weeks ‘

~ of work to review erght CDs of electromc ﬁles)

The Report at 14, asks whether proposed Rule 26(r)(4) should be Iess restrictive so as to

" include “any issues relating to the protectlon of pnvﬂeged mformatlon in dlscovery, rather than the

“agreement of the partres protectlng the nght to assert pnvﬂege after productlon of pnv11eged
information.” The Sectlon 1s uncertain what addltlonal issues would be encompassed w1th1n the
less restrictive formulatlon that would not be encompassed Wlthm the current proposal
Accordmgly, the Sectlon is mdrfferent asto whlch formulatron the Adv1sory Comunittee adopts

I’
AN

CONCLUSION'

The time has come for the Federal Rules of Civil Procedure to foster a/un’iforrn approach to

' drscovery of electromcally stored 1nformat10n The amendments proposed by the Adv1sory

o Cornrmttee represent 51gruﬁcant progress m achlevmg that goal. However the Section PR

recommends, among other thmgs that

1 . greater gurdance be prov1ded or perhaps the language be changed regardmg the

: production under proposed Rule 34(b)/of electromcally stored mformatmn in natlve format ‘and 1n
; ’electromcally searchable form

(2) ' the Adwsory Commlttee Note to Rule 26 state that acce551b111ty be determmed by .

the steps needed to be taken for electromcally stored mformatlon to be usable :
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(3) proposed Rules 26(b)(5)(B) and 45(d)(2)(B) 1nclude a statement of the obhgatron

0t to use, dlsclose or dlssemmate mforma,tlon once notlﬁed that it has been madvertently produced

and is privileged; and - o “i e y } .

4) there be inserted into the Advrsory Comm1ttee Note for Rule 37 an explanahon of

1 the factors to be used to decide what is the routine operatlon of an electromc mformahon system for

purposes of determining Whether a persorr is within a safe harbor ﬁ‘om a sanctlon for spoliation of |

electronically stored information.

December 15,2004 o ‘

- New York State Bar Association . - L .
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