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ability to rapidly deliver new business functionality to the 
user community. The replacement system will continue to 
interface with key applications, both internal and external 
to the Judiciary, and provide officers the data necessary 
to fulfill their mission.

The mobile version of PACTS (iPACTS) has provided 
access to caseload information to probation and pretrial 
services officers across the country with tablet and 
laptop computers, as well as software that gives officers 
access to key case information, email, and the Judiciary’s 
intranet sites from their mobile devices.

Judges and chambers staff
Although case management systems were originally 

designed primarily to manage documents and processes 
in the clerks’ offices, NextGen CM/ECF is introducing 
efficiencies to judges’ chambers. New features have 
been developed, such as the Judge Review Packet 
which provides users with the ability to automatically 
create and maintain electronic packets of information 
for matters that require chamber’s review and actions. 
The bankruptcy case openings module will store data 
elements in a series of electronic forms from which data 
is extracted and entered into CM/ECF automatically. 
Central Sign-On allows each user a common username 
and password to be used for all courts that adopt 
NextGen CM/ECF. Judges and their staff will also have 
the advantage of using a new user interface called 
Workspace, which provides customizable screen content 
based on their job function. Mobile Briefcase is the 
newest feature and allows appellate judges to download 
and edit documents on a tablet computer. Additional 
enhancements will continue to be evaluated and 
prioritized in future releases of NextGen.

Administrative support
Several nationally deployed administrative 

systems supporting finance, human resources, and 
facilities management are in the midst of upgrade or 
replacement. The goal is to deliver high- quality and 
secure administrative solutions.

The financial management system currently 
used by the courts is in the process of being upgraded 
to the Judiciary Integrated Financial Management 
System (JIFMS). This will result in a single financial 
application supporting the Judiciary’s core accounting 

and procurement function and is scheduled for 
completion by the end of calendar year 2017. JIFMS 
will provide enhanced interfaces with external systems, 
improved data sharing capabilities, improved internal 
controls, and standardized business practices, which 
will also strengthen application security, allow for more 
efficient system upgrades, and reduce maintenance 
requirements. 

Following the deployment of the core accounting 
and procurement functions, plans are in place to replace 
the Civil/Criminal Accounting Module, which supports 
the civil and criminal debt management function within 
the district courts. Development will commence in late 
2017 with implementation targeted to begin in 2018. 
Planning is also underway for an automated collection 
and receipting system to replace the various systems 
used by district, bankruptcy, and appellate courts, and 
will be integrated with JIFMS. 

The Human Resources Management Information 
System (HRMIS) manages human resources 
transactions, including leave tracking and employee 
performance management, and produces payroll for 
the Judiciary. The system's application software and 
tools were recently upgraded, which will provide a more 
secure platform. Planned system improvements focus 
on reducing costs and streamlining human resource 
management processes. For example, a module which 
will allow human resources professionals to complete 
employee suitability requests electronically and monitor 
the status of those requests will be implemented later in 
2017. This will reduce the number of manual requests, 
increase the visibility of each request at the local court/
unit, and streamline a labor-intensive manual process. 
Also in progress is an effort to streamline the on-boarding 
process for employees and contractors. This will expedite 
the provisioning of services and accounts and reduce 
redundant data entry into multiple systems. Finally, 
reporting and leave tracking functions will be enhanced 
to enable data sharing among systems and to expand 
mobile offerings.

The Ethics in Government Act requires all judicial 
officers and certain judicial employees to file financial 
disclosure reports. A new system for this purpose will 
be deployed in fiscal year 2018 to support the 2017 
reporting cycle and will enhance functionality to better 
meet the needs of filers and those administering the 
program.
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national support. Nationally supported systems provide 
economies of scale, are critical to courts without the 
resources to develop their own systems, and provide 
some degree of standardization that allows courts, 
attorneys, and the public to share information more 
effectively. For example, two calendaring applications 
developed by local courts have been supported nationally 
for several years and are used by hundreds of judges 
and chambers staff. In addition, the NextGen CM/ECF 
initiative has included a local application called Citation 
Links which was already being used by 17 courts. By 
including this functionality in NextGen, not only will it be 
available to all courts, but the support burden on the 
local court will be alleviated. This model of incorporating 
valuable local developments into national systems will 
continue to be applied in the future.

Efforts are also underway to leverage the national 
systems infrastructure to support locally developed 
administrative applications. Two examples are the 
Judiciary Inventory Control System (JICS) developed 
by the Northern District of New York district court and 
JFinSys, a financial application developed by the Eastern 
District of Virginia bankruptcy court. The goal is to 
share the responsibility for implementing these critical 
functions and take advantage of the expertise that exists 
at the local courts and the AO. Both systems have taken 
advantage of AO services to ensure that the architectural, 
security, and management requirements of a national 
application are addressed. Both have transitioned Tier 1 
help desk services to the AO and have started to leverage 
the AO’s testing and training services. 

To promote Judiciary-wide technology standards 
and enhance interoperability, a technology standard 
process has been established to develop an enterprise 
architecture. Technology best practices are also being 
identified to promote local or national applications having 
the greatest impact on court operations. Furthermore, a 
catalog of national applications has been developed and 
will be extended to include locally developed applications 
to avoid duplication of efforts, encourage collaboration, 
highlight gaps in the functionality of national 
applications, and promote communities of practice 
and technology knowledge-sharing. It will also link to 
enterprise guidance and best practices on deployed 
technologies and help identify local applications that are 
candidates for national support. 

Develop system-wide approaches to 
the utilization of technology to achieve 
enhanced performance and cost savings.

The Judiciary continues to seek productivity 
enhancements and cost avoidance from new or 
improved IT systems, which provide efficiencies and 
help contain growth in future technology and staffing 
costs. Moreover, investments that reduce the complexity 
of IT systems have the potential to produce savings 
and cost avoidances. The Judiciary’s reliance on 
information technology means that failure of its technical 
infrastructure can effectively bring operations to a halt 
for its internal stakeholders and severely affect the 
work of its external stakeholders. Therefore, reducing 
the complexity of the infrastructure and building a 
stable, reliable national infrastructure that helps avoid 
downtime, rework, and inefficiencies have been and 
remain objectives of the Judiciary’s IT program. Areas on 
which the Judiciary will place especially high priority over 
the next three to five years are described below.

Network enhancements
Increased demand on the Judiciary’s 

communications networks both to support internal 
systems and to enable more widespread use of its 
public-facing technologies requires that network 
capabilities be evaluated and upgraded on an ongoing 
basis. The Judiciary has completed the convergence 
of network services, delivering voice, data, and video 
services over a single, secure network. The converged 
network offers improved delivery of other services, 
including mobile computing, videoconferencing in 
the courtroom and elsewhere, delivery of distance 
training through collaborative technologies, integration 
of telecommunications with the Judiciary’s software 
systems, and improved ability to support server 
centralization. Upgrading the data center core switching 
infrastructure has positioned the Judiciary for data 
center flexibility and stability over the next decade. 
The Wide Area Network Diversity project, designed to 
increase the overall network availability and reliability 
through carrier diversity and redundant connections, is 
nearing completion. 

A new initiative on the horizon is Intelligent Wide 
Area Network (IWAN), which will enable administrators 
to match the behavior of the network environment to 
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business priorities, routing traffic based on destination, 
application, and network status. With the advent of 
application centralization and data center consolidation, 
the WAN can be tuned to peak performance or to reduce 
cost by maximizing the use of low cost circuits for lower 
priority applications. The IWAN will provide the Judiciary 
the ability to dynamically route, monitor, and measure 
real-time traffic in order to optimize performance.

Enhanced hosting services
The network also provides a foundation for 

enhancing centralized hosting services. The Judiciary 
continues to implement full enterprise, national-level 
hosting and cloud computing services in courts, including 
infrastructure and other hardware, database storage, 
computer applications, and server support. These 
services provide an evolving catalog of cloud-based 
solutions to the courts and enhanced availability of 
Judiciary data and systems. Access to these solutions 
can spur innovation, improve disaster recovery 
capabilities, and set the stage for a more mobile work 
force. These services will be provided through the design 
and implementation of a hybrid cloud which integrates 
the current on-premises Judiciary cloud with the best and 
most secure commercial offerings available.

Courtroom technologies
In the courtroom, the Judiciary has made 

substantial investments in technologies that reduce 
trial time and litigation costs, as well as improve fact-
finding, understanding by the jury, and access to court 
proceedings. These technologies include evidence 
presentation, videoconferencing, assisted listening 
systems, and language interpretation systems. Evidence 
presentation technology supplied by the court helps 
to level the playing field in the courtroom, preventing 
a mismatch of resources in which one litigant has 
the resources to make technologically advanced 
presentations and the other does not; such a mismatch 
could unfairly influence jurors’ perceptions and the 
outcome of a trial.

Judiciary-wide guidelines for courtroom 
technologies serve as a baseline for the introduction 
of next-generation tools and capabilities. Research 
and proof-of-concept projects on technologies that will 
facilitate the efficiency of trials and hearings are ongoing 

and have included audio retrieval, evidence displays for 
jurors, and expanded wireless capabilities. Improvements 
and efficiencies are being realized from digital video and 
centralization of audio platforms and videoconferencing 
systems. Rapid changes in the audiovisual industry have 
changed the way technologies are implemented within 
the courtroom, but also present maintenance challenges, 
as suppliers regularly transition support to newer 
technologies.

Communications
In 2014, the Judiciary began developing a plan to 

replace its aging enterprise messaging system with a 
comprehensive, unified communications solution. The 
widespread adoption of mobile computing, document-
sharing, and collaboration, as well as the dramatic shift 
in the market for messaging systems, necessitated this 
move. After developing high-level requirements and a 
cost estimate, migration options were evaluated, hosting 
decisions made, architectural engineering completed, 
and an implementation plan developed. The migration 
to this new system will be complex and is expected to 
take approximately four years to complete, including 
decommissioning the existing infrastructure following 
implementation in the courts.

Refine and update security practices to 
ensure the confidentiality, integrity, and 
availability of Judiciary-related records and 
information.

The national IT security program protects Judiciary 
information systems, services, and data against 
disclosure, unauthorized use, modification, damage, 
inaccessibility, and loss. In collaboration with the court 
community, this program fosters a security-aware culture 
and promotes support for initiatives that preserve the 
confidentiality, integrity, and availability of information 
associated with all forms of technology used by the 
Judiciary. The program provides the Judiciary with 
the information needed to make informed, risk-based 
decisions essential to safeguarding the deliberative 
process.

Technology introduces security risks that need to 
be managed on an ongoing basis, and the Judiciary 
faces the challenge of balancing the benefits of these 
technologies with those risks. The internet, as well as the 
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JITF program components

Administrative and management systems
This program includes the Judiciary’s financial and 

personnel management systems, as well as systems to 
support and manage facilities projects, travel expenses, 
and Judiciary websites.

Court administration and case management
This category encompasses the probation and 

pretrial services personnel case management system. 
Also included are tools to access critical case information 
and law enforcement databases; systems for juror 
qualification, management, and payment; and the 
system that captures requests for payments to private 
court-appointed counsel and expert service providers. 

Court allotments
These allotted funds cover costs paid directly by 

the courts for operating, maintaining, and replacing 
computers, printers, local-area-network equipment, 
and software. Also included in this category are costs 
for local telecommunications services, equipment, and 
maintenance.

Court support
This category funds staff that provides IT 

development, management, and maintenance 
services to the courts. This includes IT policy and 
planning guidance; architecture and infrastructure 
support; security services; development, testing, and 
implementation of national IT applications; IT training 
and other administrative and IT support services on 
behalf of the courts.

Infrastructure and collaboration tools
This category encompasses the building and 

maintenance of a robust, reliable, and resilient 
Judiciary-wide IT infrastructure. Included are the costs 
of hardware, software, and security associated with the 
Judiciary’s full enterprise hosting and cloud computing 
services and email and collaboration systems. It also 
includes the costs of IT systems support, maintenance, 
testing, and research.

Judicial statistics and reporting
This category includes systems to support gathering 

and reporting statistics in the Judiciary; data analysis 
and management reporting across Judiciary-wide data 
sources, and planning and decision-making with staffing, 
financial, and workload data.

Telecommunications
This category provides support for voice, data, and 

video transmission services and telecommunications. 
The Judiciary’s communications program allows the 
Judiciary to operate communications services for 
the appellate, district, and bankruptcy courts and for 
probation and pretrial services offices, as well as to 
procure communications equipment for new courthouses 
and for courthouses undergoing major repairs and 
alterations.

Electronic public access program
This category provides electronic public access to 

court information; develops and maintains electronic 
public access systems such as CM/ECF in the Judiciary; 
and provides centralized billing, registration, and 
technical support services for the Judiciary and the 
public through the PACER Service Center.






