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RE: Proposed Electronic Discovery Amendments to the
" Federal Rules of Civil Procedure

Dear Peter: :

This letter addresses the proposed electrtmic discovery amendments to the Federal

. Rules of Civil Procedure. I am enclosing a copy of an article on this subject that has

. previously been distributed to a number of Committee members. In this letter, I will avoid
repetition of the points made in the article and will instead (i) suggest constructive ways to
address those points, should the Committee be inclined to do so, and (ii) address a larger
concern about the politicization of the rulemaking process — specifically, the way in which
certain proposed amendments appear to reflect lobbying efforts that are entirely proper but
result in proposals that are in a few respects too focused on detectably prov1nc1al (yet
Iegltlmate) concerns articulated by the lobbyists.

!

- . Rules 16(b) and 26(f). These proposals are sound.

Rule 26(b)(2). The “reasonably accessible” standard legitimately focuses on a major
- cost issue relating to electronic discovery, but this only one of several related cost issues.
‘The proposal articulates a nominally new standard, but the standard does not appear to differ .
in substance from exxstmg Rule 26(b)(2)(1u)

' Access to backup tapes is a concern of large corporatlons particularly’ those that are
routinely subject to products liability suits'— precisely the corporate clientele that has been
funding lobbyists at Advisory Committee meetings since at least the mid-90s, when I served

~ on the Evidence Rules Committee. ‘There is nothing wrong with lobbying, nor anything
‘untoward about responding to valid concerns raised by lobbyists. But the problems of
burden and expense are somewhat different for other defendants, and the way those problems

¢
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are addressed should, loglcally and eqmtably, be substantlally the same The issue in alI
cases is one of undue burden ‘ - o

, The sheer volume of data, which often are in active use and fully “accessible” w1thm
the meaning of the proposed amendment, may be unduly burdensome for smaller, less
- frequently sued entities. It is not uncommon for a midsize company to have largely
 decentralized or distributed data processing systems — for example, at 50 or 100 offices-
" around the country or world — with a limited central network or email system. There is a
serious cost issue associated with obtaining information from all of these offices — current
information, in the sense that it is not on backup tapes but rather resides locally on the
desktops and laptops of hundreds or, often, thousands of employees. The “reasonably
_accessible” standard does not address this situation. In these circumstances, the parties will
~ resort to Rule 26(b)(2)(iii). The issues are, for all practrcal purposes, the same as those
confronting the court on a “reasonably access:ble” issue raised by a larger defendant.

Suggestion: (1) Make the “reasonably accessible” standard an express, specific
¢ application of the existing Rule 26(b)(2)(iii) standard rather than a free-standing, seemingly -
‘new standard for electronic discovery, but which applies to only one electronic discovery
problem. (2) Expand the two-tiered approach to adrmssrbxhty that the new language
propounds to all discovery that is unduly burdensome under Rule 26(b)(2)(iii).

Rule 26(b)(5). This proposal is sound but not optimal, to the extent that it bars the

_ recipient from presenting the clawed-back documents to the court for decision, and from
- arguing from the documents’ terms. Suggestion: Permit the requesting party to present the
document to the court promptly after the request for return is made ‘

Rule 33. This proposal is sound.

" Rule 34(a). Life for practicing lawyers, district and magistrate _]udges would be
enhanced dramatlcally if “electronically stored information™ were made a subset of
“document,” rather than something expressly distinct from a “document.”

\ Rule 34(b). The proposal is sound, but there is no reason to limit the requesting and
responding parties to the circumstance in which the data are already in electronic form. It is
_common for document requests to specify an electronic production format for hard copies.
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‘ Suggestzon This proposal should address this current practlce and not be lnmted onIy to
" requests relatlng to data already residing i in electromc form.

Rule 37(1) The concept of providing a safe harbor for e]ectromc dlscovery is sound,
‘but this one does not work. Let me combine my criticisms, which are intended to be
constructive, with a possible solution, in five points:

1. The proposed : amendment affords a safe harbor from sanctions under the
Federal Rules of Civil Procedure for conduct that does not appear to be punishable under the
'Federal Rules of Civil Procedure

2. The draft hlghhghts a sxgmﬁcant omission in the dlscovery rules -—-—namely,
that there is no stated standard of care for production of information (absent a court order),
let alone the antecedent issue of preservation. Before affording a safe harbor, the Rules
should articulate a standard for production and for preservation — reasonableness — and,
then expand the safe harbor to protect any party who took reasonable steps to preserve and
produce requested information.

It is true that the Committee cannot address pre-commencement preservation. But

that is merely proof of the truism that the perfect is the enemy of the good. By stating a

_ standard for preservation (once the litigation is commenced) and for production — a standard
not limited to electronically stored information — the Committee would simultaneously

© (i) give teeth to the proposed safe harbor, and (ii) obviate the current need to resort to 28
U.S.C. § 1927 or the inherent power of the court to address many spoliation or other

~ production-failure issues. Pre-commencement preservation will always remain the province
of tort remedies for spoliation and, where applicable, § 1927 and the inherent power of the
court.

3. The safe harbor should not be limited to circumstances in which information is
lost “because of the routine operation of the party’s electronic information system.” There
.are many other legitimate reasons why data may be lost (a tsunami, for example) and, if

~ reasonable steps have been taken to preserve them, the safe harbor should apply. Again, 1 |
am concerned that this limitation reflects a focus that is legitimate but too narrow, as a result
of the perfectly proper lobbying efforts that the Adv1sory Committee is subject to.
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. 4. Because the proposed safe harbor apphes only to mformatlon lost due to “the

: routlne operation of the party’s electronic information system,” the draft encourages parties
to adjust their routine operations to accelerate, deletion of mformatlon This sort of behavior
should be dlscouraged, not encouraged. ‘

B 5. Any safe harbor should extend to all types of information that a party has
taken reasonable steps to preserve and produce. The expansion of the safe harbor would fit
~ hand in glove with any articulation of a standard of care for preservatlon and production, as
‘ suggested above. :

7

Respectﬁlllly‘ submitted,

Gregory P. foseph

: GPJ/S&1542 S
Enclosure . "
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The Acl\;isorjr Cohmlittee on'the Federal ‘Rules of Civil Procedure has published draft
. amendrnents addressmg electromc discovery. The proposals erctend beyond electronic drscovery
nl some respects None of the proposals wﬂl take effect before December 2006 and all are
: sub_]ect to review and recon51derat10n. o
. Parties’ Initial Discovery Cont'ereltce (Ritle 26(8). Rule 26(, which governs the
partles’ ihltiélldiscovery‘ooriference, would be amended to add three topics to the dis‘cussionzv ‘
(1) “any issues relating to f)reserving discoverable information;” |
(2) “any issues relating to disclosure or discovery of electrorlically stored ittfomiatiort,
" including the form in which it should be produced;” and
(3) “whether, on agreement of the partles, the court should entlar an order protecting the
i‘nght to assert pnv1lege after production of pnv:leged information.”
, The proposed amendments to Rule 26(f) are sound. Preservatlon (or spohatlon),

electronic d1scovery, an_d privilege issues should be addressed in the initial drsc.overy conferenee,

k and the draft amendments remind counsel to do so. Two aspects of the draft amendment to Rule

N7

126(f) merit partlcular attentlon
First, items (1) and (3) are not hmlted in rmpact to electronic discovery. Item (1)
' addresses spolratlon generally and applies equally, for example, to the tangible product at issue

in a products liability action as to electromcally stored design data for that product. Item (3)

~*  Gregory P. Joseph Law Offices LLC, New York. ‘Fellow, American College of Trial

~ Lawyers; former Chair, American Bar Association Section of Litigation (1997-98), and former

" -member, U.S. Judicial Conference Advisory Committee on the Federal Rules of Evidence (1993~

'99).  Author, MODERN VISUAL 'EVIDENCE (Supp. 2004); SANCTIONS: THE FEDERAL LAW OF

- LITIGATION ABUSE (3d ed. 2000; Supp. 2004); CiviL RICO: A DEFINITIVE GUIDE (2d ed. 2000).
- Editorial Board, MOORE’S FEDERAL PRACTICE (3d ed.). ©2004 Gregory P. Joseph.



: governs the commonly-entered agreement that inadvertent production of a pi'ivileged document
~ will not effect a waiver as well as the more esoteric agreements that permit the intentional -

disclosure of potentially-privileged electronic data without waiver.

Seeood note‘ that itehi (2) assumes that a party may specify d pdrticular'format when
' requestmg productlon of electromcally stored information. Proposed Rules 34(b) and 45(a)(1)

confer thlS nght on the requesting party

L

 Initial Court Conference (Rule. 16(b)). Parallel to Rule 26(f) proposed Rule 16(b) adds
two optional topxcs for the scheduling order entered at the initial pretrial conference‘:

. “provisions for disclosure or discovery of electronically stored ini“or'metion,”wand
‘. adoptxon of the partms agreement for protectlon against wamng privilege.”

This should be uncontroversxal Electronic dxscovery and non-waiver agreements ase
important subjects, and reminding the court (like counsel) to consider them at the inception of |
the litigation is prudent. | o

“Reasonably Accessnble” Electronic Informatlon (Rule 26(b)(2)) Rule 26(b)(2)
| would be amended to perrmt a party to object to a dlscovery request that calls for eIectromcally

‘ stored information which is not “reasonably aecesmble, reqmnng a‘motlon to compel to obtain
“the data:
A party need not pfovide discovery of ‘ eleetronically stored information that the
party identifies as not reasonably accessible. On motion by the requesting party,-
the responding party must show that the information is not reasonably accessible.
If that showing is made, the court may order discovery of the information for
good cause and may specify terms and condi_tions‘for such discovery.
This proposal has at least four important featutes. .

First, it focuses solely on access — whether electronically stored information is

“reasonably accessible.” There are many other costs and burdens associated with electronic




. &iscovery a;;;ai’t'ﬁ'orp inaé:c‘es‘éibility —— most pfonﬁﬁently, tﬁbse géﬁerated ,by‘tﬁe/ éﬁgér véiume o
.6f daté, which‘bften al:e m active use and fuliy “accessible.” To the extént that 'cﬁrrent Rule
éﬁ(b)(2)éii) is deerﬁed‘;tde’quate to a&dresé'all issues concerning the burden a.nd expe%xse of ‘
. 'e)lectroni\cl: \di'scovel‘fr 'othcr“\than accessibility, it raises the quesii@n why a new provi\sit;n’is

" necessary to deal solely with accessibility. One answer could b;’ that a different standard is
’ negded to decide burdén issues fajSed by inacéeséibility. As discussed bek‘)w,/ liowevez;, it dgés
ﬁot appear that any different standard is being intrpci;ced. |

_S_ég_gg_c_i, tﬂe new standard—-L“reasonably accessible” — is presumébiy aiﬁemnt fréfri the
criteria currently contained in Rule 26(b)(2)(iii) or there would be no‘ reason to intrqduce it. ‘
‘What this différence may be is not explained in the text of the Rule, and it is nét entirely clear
ﬁ'om the Committee Not‘e., A persuasive argument can Be made, based on ihe Note, that th§ two, ‘
 standards 'a‘l;é substantially the same, and that there is no need for the new locution.
! Currently, Rule 26(b)(2)(iii) exéuées productioﬁ when “the burden or expeﬁse of the
g broposed discovery outweighs itrs likely beneﬁt, taking info accoun;; the needs of the éase, the
atx;ount in contré_vérsy;the parties’ resources, the iinportance of fche issues at stake in the
‘litigation, and the impdrtanc;e of the propoééd diséovery in resolving the iSSﬁes.” Litigants
s fréqueﬁtly collapse these factors‘iﬁfo an objection that responding to a particular discox\rery
“ réquest would be “unduly burdensorpe,” echoing the “undue burdep” language of Rules 26(c)
and 45(c)(1). §
" Compare éurrent Rule 26‘(b)(.2)(iii) with the discussion of the ‘fregsoﬁably accessible” -
o standard contained iﬂ the draft Con_nnitﬁee Note. The Np‘ge provides a series of examples that
- focus on “burdén’; and “e;(penée,” and largely makes “not reasonably accessible” sbund the same

as “unduly burdensome:”




RN Many parties have significant quantities of electronically stored information that
‘can be located, retrieved, or reviewed only with very substantial effort or expense.
-For example, some information may be stored solely for disaster-recovery
purposes and be expensive and difficult to use for other purposes. Time-

_ consuming and costly restoration of the data may be required and it may not be
“organized in a way that permits searchmg for information relevant to the action.
' Some information may be “legacy” data retained in obsolete systems; such data is
1o longer used and may be costly and burdensome to restore and retrieve. Other

- . information may have been deleted in a way that makes it inaccessible without

resort to expensive and uncertain forensic techniques, even thought technology
may provide the capability to retrieve and produce it through extraordinary
efforts.  Ordinarily such 1nformat10n would not- be considered reasonably
access1ble :

The Note consistently seems to equate “not reasonably accessible” with “substantial-
. effort and expense,” oiouding any distinction between the new‘standard and current Rule
26(b)(2)(ii):

' Whether given information is ‘reasonably accessible” may depend on a variety of
, circumstances. One referent would be whether the party itself routinely accesses
- or uses the information. If the party routinely uses the information — sometimes
 called “active data” — the information would ordinarily be considered reasonably
~ accessible. The fact that the party does not routinely access the information does

" not necessarily mean that access requires substantial effort or cost.” -

Based on the contents of the Committee Note, “not reasonably accesmble does not sound
‘dlfferent from “unduly burdensome.” If there is no substantlal dlfference mtroduc’non of the |
> phrase may breed confusion in typical electronic discovery caoes.

JConsider’, for example, th‘o oojeotion of a responding party who comploins of ﬂie burden
and éxpénse of () aocessing back-up taoes, legaby data, and deleted data, and (ii) refrieving, ‘
,convefting and.p'roducing millions of pages” worth of oléctronic data in current use (and thus
“accessible’ ) from around the world. As far as the respondmg party is concerned time and |
money are the issue with respect to both prongs of thlS obJectlon Is the standard different for

each? Ifso how‘7 If not, why mtroduce a new phrase? Undue burden seems to capture




| f‘“’e\'rerYthing. it 'does Ano’t, substantially mote gl.n"dance is required\ in the Rnle and the Note to
” make it clear why not. | | . | |
" The draft Ad\nsory Comrmttee Note does prov1de va.luable 1n51ghts inits exphcatlon of ‘
the acce551b111ty issue. Ultlmately, it recogmzes that case laW is necessary to glve shape to the |
principles that animate the proposal. That case laW is currently developmg w1thout the
. nominally different standards govermng electromc dlscovery acce331b1hty 1ssues and those ,‘
\govemin'g all other discovery issues (including all’bti:er electronic diScorery issues). There |
- seems to be evéry' reason to expect that the case law will continue to evolre if the.‘;reasonably i
acceissible”\proposal is not adopted ,
\ Third, the proposal’s excluswe focus on accessis a product of the present state electromc
‘ tnformatxon storage. Just as the current proposals are deletmg references to ‘phonorecords,
| . may be that this proposal will soon be dated.
Fourth, thlS proposal creates a two—tlered approach to dec1dmg ‘accessibility” issues,
Whlch has the virtue of procedural clarity. Electromcally stored \mforma’non that is “reasonably

‘accessible” is subject to dlscovery through a sxmple request Elech'omcally stored mfonnatlon

" that is not “reasonably access1b1e” is dlscoverable only by court order on a motion to compel

N

productlon On the motmn to compel the respondmg party carnes the burden of provmg that the
mformatlon is “not reasonably accessﬁ)le. (Qf course, absent discovery on that issue, only the
. responding part)% has knowledge of the relevant facts.) If the responding party convinces the
court that the information is not ‘freesonatbly access;ble,” the Nrequesting party must show/ “good
cause” to obtain an order recjuiring production. | :

As a matter of procedure (putting aside the new, “reasonably accessible” stahdard), this

change to a two-tiered approach is more apparent than real, but the amendment nicely ctariﬁes




. respectlve burdens Under current practree (and as regards all types of dlscovery) there isin

effect a two—t1ered approach —a motlon o compel is aIways requlred whenever a respondmg

A

,party objects to producuon on grounds of undue burden or expense On the motron to compel

vy .
>

~ once the movant has demonstrated sufﬁcxent relevance the respondmg party carries the burden ‘
+ of provmg that discovery should be 11m1ted under Rule 26(b)(2) or 26(0) The new rule

: crystallizes current practxce and clanﬁes wrth the new good cause” standard for overcoming
presumptlve non-productlon, an unportant part of the calculus currently employed by the courts
in decrdmg whether, or on what terms, to grant d1scovery.

Given the desirable clarity of this aspect of the ainendment, one 1s tempted to ask why the‘
Committee limit\s its reach to disputes over the accessibility of electronic discovery; It would be
a useful paradigm for deciding Rule 26(b)(2) (and Rule _26(c5\) issues generally, regardless of ‘
whether the ‘;reasonably accessible” locution survives the amendment process. -

Claw-Back of Privileged Information (Rule 26(b)(5)). The proposed amendment to
* Rule 26(b)(5) would renumber the existing prdvision Rule 26(b)(5)(A) (Priyileged Information ‘
'Withheld), and add a new Rule 26(b)(5)(B): ’

'Prxvxleged mﬁ)rmatzon produced. When a party produces mformatmn without

intending to waive a claim of privilege it may, within a reasonable time, notify .
any party that received the information of its claim of privilege. After being
notified, a party must promptly return, sequester or destroy the specified
information and any copies. The producing party must comply with Rule
26(b)(5)(A) with regard to the information and preserve it pending a ruling by the”
court.
The most notable features of this proposal are: (1) it is not limited to instances of
1nadvertent productlon )it extends beyond electronic dlscovery to all documents and things;
' ) Y
~ and (3)it does not address whether a waiver of pr1v1lege has been effected (1n fairness, it cannot

do so because 28 U. S C.§ 2074(b) bars the Supreme Court from adoptmg a rule that modifies a

prmlege without afﬁrmanve Congressional approval). ThlS is qulte significant because insome




]unsdlctlons the fact of production of prwﬂeéed mformatron ordmanly effects a waiver, .
| regardless’ of intent. This draft Rule requlres the return of information even in such Jurlsdlcnons X . ;
subject to subsequent declslon of the court. |

Consmler four different scenanos to whlch the proposed arnendment would apply
R (1) ~ The producmg party grants the requestlng party accessto a computer database (or
other Volurninous set of documents or data) and allows the requesting party to review it first to-
identify what it wants produced. Only then does the(producing party conduct a privilege review
: of the data that the requesting party 'Wants produced, identifying those documents it deems | N
~  privileged from among those sought by the requestmg party This approach at a minimum,
| requires a court order to avold ‘waiver. Even with a court order, a waiver may have been effected ‘
“as to third partles in other actions. ‘ ‘ |

| (2) The producmg party madvertenﬂy produces a pnvﬂeged document as part of a.

* large production. Whether a waiver has been effected depends on the circuit.

3) The producing party intentionally produces a documentiafter review by counsel - \
\who did not apprec1ate that the document was pnvﬂeged Agam, whether a waiver has been '
‘effected depends on the circuit and proof of madvertence

: @ The producmg party demands back a damaging document clairnmg that it is
' priyi'leged even though there is no basis for the claim apparent on the face of the document. The
- Rule applies‘to this scenario, suhject toa Subsequent judicial determination. -

The propo‘sal) requires the recipient of the information to ‘f‘return sequester or destrOy the
specrﬁed information and any copies ” and the producmg party must ° preserye it pendinga

ruling by the court ” In other words the reciplent may not present the documents to the court for

* decision, and argue from thelr terms. That is not optlmal The terms of the document may




. matter. The rule should pemﬁt the rcquesting party to present the document to the court

. promptly after the request for return is made

Interrogatorles (Rule 33) Rule 33 would be amended to make it clear that a party may ‘ B

enswelj an mtenjogatory by refemng to 5pe01ﬁc electromcally stored mfonnatnon, Just as it may’
with any other business records. The draft does so by providing that “clectronically stored

information” is included within the definition of “business records.” It is interesting that Rule 33 .

L

‘ :expands the phrése “business records” to ehcompass “electronically}stoi'ed jnfonﬂation” while, at '
\'the same time, draft Rule 34 carves “electronicéll)-z stored infonnation” out of the definition of -
“documetit.f’ . | ‘
' Documexkltf Requests (Rule 34). Rule 34 would be amended in several ways: .
First, it expressly dlstmgulshes between electromcally stored mformatlon and -

“documents ” Rule 34(a) would read
" Any party may serve ... a request (1) to produce and permit the party making the
request ... to inspect, and copy, test, or sample any designated electronically
stored information or any designated documents (including writings, drawings,
graphs, charts, photographs, sound recordings, imagesphenereeerds, and other
data or data compilations in any medium—from which information can be
obtained, translated, if necessary, by. the respondent through- detection devices
" into reasonably usable form) , or to inspect, and copy, test, or sample any
designated tangible things.... ‘

This proposal is problematxc As a matter of drafting, it is unclear whether the
‘ parenthet1ca1 refers onIy to the umnedlately-precedmg term “de51gnated documents” or to the
broader phrase “electronically stored mformatlon or any de31gnated documents.” The
: parehthetical inclodes “sound recordings,'i‘mages, and other date or data com;ilations inany -
medium.” These clearly subsume electronic data. .
If these items are “docurﬁents‘,” then “document” includes’et leéet some types of -

“electronically stored information,” blurring any distinction. If these itenis are not “documents”




— because the parenthetical refers to the entire phrase “designated electronically stored "
information or any designated documents” — then the Rule makes no distinction between'the
two At this pomt the benef t of creatmg what the rulemakers beheve to be an' “express

distinction” between “e]ectromcally stored 1nformat10n” and “documents” appears to be Iost

The proposed dlstmcuon between “electromcally stored information” and “documents”

S appears tobea solutron in search of a problem. Present practlce isto 1nclude electronic data

o

- within the deﬁmtron of “document” in Rule 34 requests for productlon and Rule 45 subpoenas:
‘Some local rules do so, negating any need for the parties’ document requests to include any such
deﬁmtlon See eg, S DN.Y. and E. D N. Y Local Rule 26. 3(c)(2) The draft Adwsory
Comrmttee Note observes that “[i]t is dlfﬁcult to say that all forms of elecu'omcally stored

: mformatlon fit within the traditional concept of a .document.” Whatever the “traditional
concept” mightbe,"it is not the concept entertained by bench or bar for the past decade or So.

Ifthe arnendment to Rule 34(a) is adopted, document r'equestsi‘must be re-written so that
;‘electrOIﬁcally stored information” is distinctly requested. Otherwise, “documents” maYnot be

"'read as requestmg electromc data. Smce it takes years for practice to catch up to changes to the
rules this dlStlIlCthIl could be expected to wreak some havoc as practmoners gradually become
aware of the need to change their form deﬁmtrons |

‘The Advrsory Committee Note prowdes that: “[A] Rule 34 request for productlon of
‘documents should be understood to’'include electromcal]y stored mformatmn unless dlscovery,\ ‘

in the action has clearly dlstmgulshed between electromcally stored 1nformat10n and

3%

‘documents. ‘The 1n1t1a1, mdependent clause appears mcompatlble with the “express ’
dlstmctron” that the rulemakers are attemptmg to artlculate The subsequent dependent clause

optlmrstlcally, does not mean that, if one party is aware of the new rule and makes the distinction




AR

— o inits requests the other party is burned for farlmg to do so. It would be preferable to deﬁne
~ documents to mclude electromcally stored mformatmn rather than to carve them out
separately? B ’ ‘ ‘)
| 'Second, Ruie 34(1)) 'wou'lvAd he _ernended to provicte that V“[t]he request may specify the |
* form in which eleétronieally ‘s:tor’ed inforrnatton ts to be 'produeed ” and the/ response may inctu(te
objectlon to the requested form for producmg electromcally s*ored mformatron ? Th15
“codifies present practice. Query whether asa draftlng matter, these sentences, should be hmlted
to electromcally stored mfonnatxon It is common for document requests to specrfy eg, an
‘electronic productxon format for hard copies. This provrsron presumably should not be read as G
limiting that practicé ‘ |
A new Rule 34(b)(11) would be added to prov1de that:
1f a request for electromcally stored information does not specrfy the form of
,productlon a responding party must produce the information in a form in which it

- is ordinarily maintained, or in an electronically searchable form. - The party need'
only produce such information in one form.

Note that the ﬁrst alternative in the first sentence is that the information must be ‘

- produced in “a” form — not “the form —in Wthh the mformatlon is ordrnanly maintained.

N This affords the respondrng party some latltude If the data are mamtamed only ina malleable
form e:g., Word or Word Perfect text Excel numbers) productron in that form is often
undesuable Such data are more dlfﬁcult o authenticate — or even maintain the mtegnty of — .
because they are subject to easy alteration (intentionally or umntentlonally) An electromcally-'

~ searchable image (e.g., seareheble PDF) has many practrcal advantages.

1 The lastrsentence of\\propos/ed Rule 34(b)(ii) provides that, absent(agreernent er court

order, information need be produced in only “one form.” Electronic information and hard copies -

A

- are not equivalent in the information they convey. Sometimes, electronic data provide more
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mforma’uon then herd coples —e. g reﬂectmg edits or the date/tune of creation, edltmg,‘recelpt / ,. ‘
or opemng ‘Sometlmes hard COplCS prov1de more 1nformat10n than electromc data —e. g ;

‘, assoclatlon by rubber bands staples or chps mclusxon in a common folder or other indicia of
- file structure Requestmg pames should bear in mmd that producmg pames are makmg

- Judgments when dec1dmg on the form of productlon

Sanctlons Safe Harbor (Rule 37(f)) A new Rule 37(1) includes a safe harbor frorn

sanctlons relating excluswely to electromcally stored mformatlon.

@ Electromcally Stored Information. Unless a party violated an order in
‘the action requiring it to preserve electronically stored information, a court may’
not impose sanctions under these rules on the party for falhng to provxde such
information if: -

4} the party took reasonable steps to preserve the information after it
knew or should have known the information was dlscoverable in the
action; and

@ the faxlure resulted from loss of the mformatxon because of the -
routine operatmn of the paLrty s electronic mformatlon system.

There are at least three 1mportant aspect of this proposal.

First, this safe harbor appears to be illﬁsory. The proposal’ eﬁorésa sefe harbor erih; ‘“ ,
from sencti‘o’ns under the Federal Rules of Civil Procedure. But tllere is no Qrovision in the
Federel Rules of Civil Procedure authorizing the-‘imposition of sanctions — absentﬂviolation ofa

| court order — for falhng to produce mformauon desplte all reasonable efforts to do so. Rule 11
- does not apply to dlscovery {Rule 1 l(d)) Rule 26(g) applies only to wntten dlscovery requests, -
responses)and ob_]ect;ons (Rule 26(g)(2)); and Rule 37, in relevant pert, authorizes sanctions only

for: (1) noncompliance with a discovery order (Rule 37(b)), (2) failure lo serve e Wriﬁen

response to a Rule 34 request for pro\ductionr (Rule 37(d)), and (3) failufe to make any Rule 26(21) L
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dtsclosure or amend a pknorr response to dxscovery as reqmred by Rule 26(e)(2) Nor does the
‘ draft Adv1sory Comrmttee Note suggest that any judge has ever nnposed sancnons for the
4 behav1or covered by the proposed safe harbor

Second the excluswe focus of paragraph (2) on routme deletlon of data is problematlc
ThlS proposal suggests that 1f a party falls to prov1de electromc information for any reason other
: than “routine operatlon of the party s electromc mformatmn systetn » sanctlons may be
' appropnale despite the fact that the party has acted reasonably T here are many other reasons
~ why data dlsappears over time. Suppose that, early in the lxtlgatlon, all relevant data have been
Lhoused otl special servers but the servers _are destroyed mrough no fault of the prodocing party |
~'Glurﬁcane 'Frar‘xces). That certainly ie not sanctionable. |

Third, this proposal would change corporate behavior. Parties Who are routinely. sﬁed |

© will aeeelerate the routine deletion of data.. Is this behayior that should be encouraged?*

! - One could argue that the proposed safe harbor is not illusory because the “substantial
_ justification” standard of Rule 37(c) might somehow be violated by a party acting reasonably. .
Rule 37(c) provides that: - “A party that without substantial justification fails to disclose
. information required by Rule 26(a) or.26(e)(1), or to amend a prior response. to discovery as
required by Rule 26(e)(2), is not, unless such failure is harmless, permitted to use as evidence at
a trial, at a hearing, or on a motion any witness or information not so disclosed.” The cases look
" to negligence, bad faith or wilfulness before i imposing sanctions, in light of the “substantial
justification” exception. See, e.g., Woodworker’s Supply, Inc v. Principal Mut. sze Ins. Co, 170
F.3d 985, 993 (10th Cir. 1999) (in determining “whether a Rule 26(a) violation is justified or -
harmless ... the following factors should guide [the district court’s) discretion: 1) the prejudlce or
- surprise to the party against whom the testimony is offered; 2) the ability of the party to cure the
preJudlce 3) the extent to which introducing such testimony would disrupt the trial; and 4) the
' moving party's bad faith or willfulness™); David v. Caterpillar, Inc., 324 F.3d 851, 857 (7th Cir.

2003) (“we have indicated that the following factors should guide the district court's discretion:

(1) the prejudice or surprise to the party against whom the evidence is offered; (2) the ability of
the party to cure the preJudlce (3) the likelihood of disruption to the trial; and (4) the bad faith or
willfulness involved in not disclosing the evidence at an earlier date”). The 1993 Advisory -
*Committee Note also uses inadvertence as an example when -Rule 37(c)(1) sanctions would
seemingly be inappropriate, although in that example the undisclosed mformatlon is also known
to the other party :




‘In a footnote the Advisory Cotnmittee is also soliciting cbmﬂients for an altematiye safe
>

. harbor that would excuse neghgence and require the producmg party only to have reframed from -

vxolatlng a court order “mtentlonally or recklessly fall[mg] to preserve the information.” This.
‘ would reverse a two decades-old trend of requlnng reasonableness of parties in their httgatlon-

reiated conduct; would not address either the second or third pomts above and would have the

‘ addxtlonal demerit of potentxally requmng heanngs on the subjectlve bad falth of the producmg \

, party as bad faxth is ordmanly con31dered a matter of fact ’

Form 35 (Report of Parties’ Plannmg Meetmg) Form 35 would be u/pdated to parallel
: changes to Rule 26(f) are to form pan of the dlscovery plan presented to. the court before the
 initial pretrial conference. ‘ - A / |
Subpqenas (Rnle 45). Ruie 45 wtmld be amettded tb; capture the ptiﬁcipat changes to

- Rules 26 and 34.

The draft can be viewed at http://www.uscourts.gov/rules/comment2005/CV Auc04.pdf.

. The Advisory Committee seeks input ﬁ‘oxﬁ bench and bar on all of these proposals.

2

party has actually accessed the requested information, it may not rely on this rule as an excuse
- from providing discovery, even if it incurred substantial expense in accessing the information.”
* That will encourage well-advised parties not to access information unless they deem it hkely to
 be favorabie

13

‘ A similar effect on defendants’ behavior might follow from the “reasonably accessible” .
~ provisions of Rule 26. The draft Advisory Committee Note provides that: “[IIf the responding .



