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Febrtiary 14, 2005

VIA TELECOPIER AND OVERNIGHT DELIVERY

Peter G. McCabe

Secretary

Committee on Rules of Practice and Procedure
Judicial Conference of the United States k
Thurgood Marshall Federal Judiciary Building
Washington, DC 20544

Re: Proposed Amendments to the Federal Rules of Civil Procedure: Electronic Discovery

Dear Mr. McCabe:

Guidance Software, Inc. submits the following comments both as a litigant and as a technology
company whose products are often used in electronic discovery.

As an initial matter, we question certain of the assumptions underlying the proposed amendment; s
The Civil Rules Committee notes that electronic discovery is “more ‘burdensome, costly
time- consummg than traditional paper d1scovery As Maglstrate Judge Hedge

% Indeed, under ex1st1ng rules, the expense of a technique must be weighed against the benefit of using it,
amongst other factors. Cf. Rule 26(b)(2); Zubulake(need cite). When it comes to discovery, “expense”
does not exist in a vacuum, and the proposed rules should not imply that it does.
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Rule 26ng12!

The premise of continued technological development should be explicitly ackn
proposed addition to Rule 26(b)(2). For instance, the proposed rule states.tha not
provide discovery of electronically stored information that the party‘identifies'as not reasonably
accessible.” Allowing the responding party to 1dent1fy Hé information as not reasonably
accessible is misguided — when the responding:-party is permitted to make a subjective
determination regarding accessibility, it has an incentive not to procure up-to-date technology that
would allow the information to be accessible. For example, should deleted but potentially
relevant data that resides on the unallocated space of a computer hard drive be considered
“inaccessible”? There are commercially available tools that, working across a computer network,
can easily preserve that data for review by the responding party. Allowing a party, as an initial
matter, to set its own standard with regard to what is or is not reasonably accessible may impede
the adoption of technology that would make such data accessible. A better approach would be
the restate the proposed rule as follows: “A party need not provide discovery of electronically
stored information that is not reasonably accessible using commercially available tools.” This
formulation of the rule would allow it to evolve with changing technology.

A hypothetical drawn from a well-known electronic discovery case highlights the potent

pitfalls of the proposed rule. In Zubulake, Judge Schiendlin found that back-up tapes, wi
reasonably accessible.” Presumably, under the proposed addition to Rule 26(b)(2) {
the position of UBS Warburg in the Zubulake case would regularly identify ba
reasonably accessible. If technology becomes commercially ayailal
restoration of back-up tapes far easier and less expensive
ti ant that had not purchased that technology‘7 ,Undo' bted!

outit the needs of
(Mpo ance of the proposed
Rule 26(b)(2). Under our
if there were commercially

accessible”

? Zubulake IV, 220 ER.D. 212 (S.D.N.Y. 2003).
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at could access it However the cost of those commercially available tools

iding party would be able to avoid procuring a commercially avallable tool to access the
ut only if the burden of domg so outweighed its hkely benefit. Thus, the proposed restated

electronic discovery.

Rule 26(f)

With respect to this proposed amendment, we have one comment re,
Note that states: “The ordinary operation of computers invol i
the automatic deletion or overwrltmg of certain information. Complete cessation of that activity
could paralyze a party’s operations.” The disciission is accurate as far as it goes. The underlying
assumption, however, appears to be that “cessation of that activity” is the only way the
responding party could preserve the potentially relevant data. As noted by Judge Schiendlin, “[i}t
may be possible to run a system-wide keyword search; counsel could then preserve a copy of
each ‘hit.” Although this sounds burdensome, it need not be.”* Indeed, as technology continues to
develop, such an approach is likely to become even less burdensome in the future.

Rule 37(f)

While explicitly addressing the issue of sanctionable conduct, the proposed rule goes a long way
towards defining the scope of the duty to preserve under the Federal Rules. (After all, if failure to
meet the duty is not sanctionable under the Federal Rules, does the duty truly exist under the
rules"s) With respect to proposed Rule 37(f)(1), we believe that the Committee selected ,t

correct culpability standard. The interplay, however, between proposed Rule 37
proposed Rule 37(f)(2) should be addressed in further detail. If Rule 37(f)(1)
responding paﬂy to take “reasonable steps” in order to benefit from the saf
circumstances is it reasonable for the responding party to allow the,
ystems to continue to destroy potentially relevant data? The prope

? O€s not want to
nding party that had an
& reasonable under proposed

* Zubulake, 2004 WL 1620866 at *8.

> Of course, the court has inherent power to impose sanctions for spoliation, separate and apart from the
Federal Rules.
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available to the responding party, should be a fac!;or At the court Welghs in deciding whether
such party may avail itself of the protections-afforded by the safe harbor.

Thank you for considering the above comments, and for the opportunity to participate in this
process. Please contact me if you have any questions.

Sincerely,

Victor T. Limongelli
General Counsel
Guidance Software, Inc.
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